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C

urrent DSAMS Production Release (Release 6.08) – The successful deployment of Release 6.08 on 1 November was the result of a lot of hard work on the part of DSADC and the user community, so I would like to extend my sincere appreciation.  The application is stable and we have experienced only a few minor glitches as is normal for a new release.  

An interim release scheduled for deployment in February is currently in the system-testing phase.  We internally refer to this as Release 6.08.01 or just Release 6.08.X, but the actual release number will be determined just prior to deployment.  This release will provide the Payment Schedule changes identified by the Finance IPT initiatives involving Standby Letter of Credit (SBLC) and Payment Schedule Termination Liability calculations, and it also includes substantial changes to the Response Documents (e.g., LOAs, Amendments, Leases) and Payment Schedule calculations.  User Review and Testing is scheduled for the week of 13 January at DSADC.  

The implementation of the enhanced DSAMS-to-DIFS interface is targeted for 6 January for Basic LOAs.  The incorporation of Amendments and Modifications into that interface is pending policy decisions at DSCA. 

Analysis and functional design for Release 6.09, scheduled for deployment in the spring of 2003, continues.  That release may be extended to allow necessary changes to the existing CDM functionality to accommodate changes made by the TM design.   [POC: Chester Freedenthal, DSN 329-3745]

T

raining Module (Releases 7 and 8) –  


Demonstrating progress to the user community for extremely large software projects like the Training Module is not always easy.  But during the year that is now coming to a close, the design and coding of Release 7 and Release 8 were completed, and a third software increment, internally designated as Release 8.01, is underway and is targeted as the final major release prior to User Acceptance Testing.  The majority of this month has been spent internally evaluating different alternatives and schedules for the completion of R8.01 and related completion of interfaces, conversion and reports.  

On 3-6 December 2002, AFSAT hosted the fourth meeting of the DSAMS/GAFS "Tiger Team".  The team, which is composed of representatives from AFSAT, DFAS-Denver, NGIT, and the DSAMS development team, met to define the Air Force financial business processes and system requirements in a DSAMS/GAFS environment.  To do so, the team walked through the financial reporting requirements from budgeting through billing and performance reporting (as applicable) for the major SA programs-- FMS, IMET, and each of the non-IMET grants.  In addition, the team discussed high-level concepts and a preliminary schedule for the TFS-GAFS-DSAMS conversion requirements.  The team also participated in a "sidebar" meeting with representatives from DFAS-San Antonio to discuss specific financial reporting requirements.

There will be no TSWG Meeting held in January.   [POCs: Paul Porter, DSN 664-6578 and Pam Smith, DSN 329-4464]

D

SADC E-mail Address Changes – Because of some changes in the OSD (Office of the Secretary of Defense) network that DSCA HQ is part of, the e-mail addresses for DSADC have changed as follows, effectively immediately:

from:  

firstname.lastname@dsadc.dsca.osd.mil

to:

 

firstname.lastname@dsadc.dsca.mil  

The "osd" node has been dropped from the domain name.  For most users, the impact of this change is that the DSAMS Help Desk e-mail address is now HelpDesk@dsadc.dsca.mil.    

In addition, the DSAMS web page URL has now been changed to https://dsams.dsca.mil.  DSADC's network is in a transition phase where both the old and new addresses are working.  Support for the old addresses is scheduled to cease on 6 January 2003.  [POC: Drew McDaniel, DSN 430-9092]

D

SAMS User Tips - Payment Schedule Reviews.  Implementing Agencies are now tasking commands to review Payment Schedules based on the Payment Schedule Variance Report (PSVR).  The PSVR is a quarterly report generated by the DSCA Denver Liaison office (DLO) that identifies FMS cases for which a potential issue may exist with respect to the Payment Schedule.  A PMTSCHD (Payment Schedule) task is generated in DSAMS to trigger a review of the case by the Case Manager and other appropriate personnel.  This review should be conducted using DSCA's Standard Operating Procedure for the PSVR.  After the review has been finished, the DSAMS PMTSCHD task should be completed by the activity performing the review.  Task completion comments should be entered in DSAMS as specified by your Implementing Agency guidance.

The process described above is totally independent of the PMTSHDREV (Payment Schedule Review) milestone in the Implemented Version of a case in DSAMS.  The PMTSHDREV milestone with a "Planned Date" is generated by a batch program based on criteria in the DoD Financial Management Regulation (FMR), DoD 7000.14.R, Volume 15, Chapter 4.  The PMTSHDREV milestone provides users with the ability to document reviews of Payment Schedules that are conducted incident to Program Management Reviews, Case Reconciliation Reviews, or in the course of normal business.  Documentation of a review is accomplished by posting an "Actual Date" to the Implemented Version PMTSHDREV milestone.  A user cannot manually add this milestone; it is system generated.  Ideally, periodic reviews of the Payment Schedule as required by the DoD FMR will reduce the number of cases that end up on the PSVR.  [POC Nels Berdahl, DSN 430-9041]

D

SAMS User Training Team Activity - In December the training team conducted training for NAVICP users in Philadelphia and also began initial testing of Release 6.08.01.  We will be conducting training in this new functionality (Payment Schedule changes) following User Acceptance Testing in January.  The next planned DSAMS 101 new user class is 3-7 March 2003 at DSADC.  [POC: Nels Berdahl, DSN 430-9041] 

C

ase Execution Management Information System (CEMIS) – Now that CY2002 is in its final month, only the CEMIS Systems Team (ST) and the CEMIS Oversight Group have scheduled remaining meetings.  In fact, the Oversight Group has been meeting on a weekly basis since the end of October.  The Oversight Group has devoted much of its time to reviewing, revising and re-sequencing the CEMIS requirements developed by each of the functional requirements teams.  In addition, the Oversight Group has reviewed those CEMIS requirements that were developed by the CY2002 PCH&T Surcharge IPT, the CLSSA IPT and the DSCA-sponsored Case Reconciliation and Closure Group.  The Oversight Group has also been identifying which ORD requirements will be needed when CEMIS achieves its Initial Operational Capability (IOC), and which requirements can be subsequently achieved at Full Operational Capability (FOC).  

After identifying “unique Security Cooperation functions” to be addressed in the CEMIS ORD and participating in the one-day tri-service Presidential Drawdown meeting, the Order Processing Team (OPT) completed its CY2002 work effort in early November.  The Finance Team (FT) completed its CY2002 taskings in early December.  

The CEMIS functional requirements Team Leaders and key DSCA personnel held a special one-day meeting with the International Customer User Group (ICUG) on 25 November.  The ICUG members received briefings from each of the Team Leaders and Ms. Kathy Robinson, OPT Leader, provided the ICUG members with the current status of their open ICUG Action Items.  The ICUG members expressed satisfaction that their concerns have been addressed during Phase II of the CEMIS Requirements Generation process. 

On 12 December, Ms. Freda Lodge provided the CEMIS Senior Steering Group (SSG) and selected members of the Program Policy Group (PPG) with a CEMIS Update briefing.  In addition to summarizing the CY2002 CEMIS taskings, the Update briefing also discussed the CEMIS timeline for the Analysis of Alternatives (AoA) and other planned CY2003 activities.  While AoA options are being examined for scope and price during the first half of CY2003, residual CY2002 issues will be resolved and functional requirements will continue to be “drilled down” to a greater level of detail.  The Systems Team will continue to meet to further refine CEMIS systems interface and data security issues.  The ST will also review the progress achieved during the follow-on Security Cooperation Information Portal (SCIP) modules.  [POC: Freda Lodge, DSN 329-3856]


I

nternational Customer User Group (ICUG) – BACKGROUND.  The ICUG consists of international customer representatives from the MILDEP ILCOs and a non-voting liaison representative from the Foreign Procurement Group (FPG).  They represent the broad international user community, i.e., personnel from all countries at the ILCOs, embassies and in-country locations, including countries and organizations that are not core members of the ICUG.  Their primary responsibility is to receive and disseminate DSAMS and CEMIS-related information to customers and to provide a unified customer position on DSAMS and CEMIS issues and requirements. 

The ICUG held a special one-day meeting with the CEMIS functional requirements Team Leaders and key DSCA personnel on 25 November.   Ms. Freda Lodge, DSCA/P3, gave introductory remarks on behalf of DSCA.  Mr. Dan Weiner, SAF/IA, updated the ICUG members on CEMIS Oversight Group issues.  Mr. David Rude, DSCA/FM, briefed the group on Finance Team (FT) matters and Ms. Sheila Taylor-Walden, DSCA/IT, briefed the group on Systems Team (ST) efforts.  The majority of the one-day meeting was devoted to presentations by Ms. Kathy Robinson, DSCA/P3.  Ms. Robinson discussed Order Processing Team (OPT) efforts and she also reviewed the status of each of the open ICUG Action Items.  As a result of this special one-day meeting, the ICUG closed many of the open Action Items that had been generated prior to cancellation of the DSAMS Case Execution Module.

The ICUG held an internal meeting on 26 November.  The one-day meeting with DSCA representatives, combined with the CEMIS timeline for CY2003, provides the ICUG with an opportunity to clarify its future role.  The ICUG will now focus on a number of functional requirements that the broader International Customer community would like to reside in CEMIS (long-term solution) and the Security Cooperation Information Portal (interim solution).  Hence, the ICUG will spend the majority of CY2003 developing its “expectations” for CEMIS.  The ICUG members also selected MAJ Bernard Poulin, NAVICP-P, to be the next ICUG Chairperson.  Mr. Russell Ford, NAVICP-P, will perform alternate Chairperson duties.   

The next internal ICUG meeting is scheduled for 19-20 February 2003, at AFSAC, Dayton, OH.  A subsequent formal ICUG meeting is tentatively scheduled for May 2003, in Arlington, VA.  Anyone wishing to receive ICUG-related information should submit his or her name, title, phone number and e-mail address to either dsams@ispec.com or customer@dsadc.dsca.mil.  [POC: Sheila Taylor-Walden, DSN 329-3748]











 Happy Holidays!   
SIGNIFICANT and MILESTONE EVENTS
UPCOMING EVENTS (Tentative Dates)

	Date
	
	Event

	   3 Feb 2003
	
	Scheduled deployment for DSAMS Release 6.08.X

	
	
	 


NEAR TERM MEETINGS

	Date
	
	Topic
	
	Location

	     17-19 Dec 2002
	
	CEMIS Systems Team
	
	ISI, Arlington, VA

	 
	
	
	
	 

	     13-17 Jan 2003
	
	DSAMS Release 6.08.X User Review
	
	DSADC, Mechanicsburg, PA

	      
	
	 
	
	 

	    21 -31 Jan
	
	DSAMS Release 6.08.X Training
	
	Various



	
	
	  
	
	

	     19-20 Feb
	
	International Customer User Group
	
	AFSAC, Dayton, OH

	
	
	   (internal meeting)
	
	

	
	
	
	
	

	        3-7 Mar
	
	DSAMS 101 New User Training
	
	DSADC, Mechanicsburg, PA

	
	
	
	
	

	    10-13 Mar
	
	DSAMS Line Preparer Training
	
	SPAWAR, San Diego, CA

	
	
	
	
	











