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M

ove of Mainframe Security Assistance Legacy Systems to Mechanicsburg, PA – The CISIL, MISIL, SAMIS, CMCS and DIFS systems used by the MILDEPs, DFAS and other agencies have been operated out of DISA’s Defense Enterprise Computing Center (DECC) in Oklahoma City (OKC) since approximately 1995.  DISA is undergoing a transformation which shifts workload among DECCs in various locations, and the above five systems will be moved to DECC Mechanicsburg (MECH) by 1 March 2004.  

As of 30 Sep 2003, an initial planning meeting has just been scheduled by DECC-OKC for 7 October in Oklahoma City, and the details were forwarded to the system representatives at press time.  Much of the required action will be technical tasks between DECC-OKC and DECC-MECH, but the system POCs at USASAC, NAVICP, AFSAC, DSADC, DFAS-DE and NGIT will be involved to a degree as well.  [POC:  Kent Wiggins, DSN 664-6553]  

I

mportant Fiscal Year-end Information – The following important information has been provided by DSCA/COMPT/FM for wide dissemination:  “DSCA will be running end-of-year in the 1200 system starting on Thursday, 23 Oct 2003.  Please ensure that all FY03 Customer Acceptances are posted in DSAMS and S3 interface transactions are released by Wednesday, 22 Oct 2003.”  [POC: Chester Freedenthal, DSN 329-3745]

C

urrent DSAMS Production Release (Release 6.09) – The current application is running fine.  Analysis, design and development work continues for Release 6.10, scheduled for deployment in early December.  The PMO review is scheduled for the week of 20 October and the User Review the week of 3 November 2003.  Release 6.10 completes the remaining DSAMS changes needed for the Finance IPT, completes the pre-deployment work needed for the Training Module, and includes some additional Configuration Control Board (CCB) changes.  

After Release 6.10 we will focus our efforts on deployment of the Training Module (Release 8) in October 2004.  Current DSAMS users will need to be aware of some changes the Training Module will bring, and we’ve tentatively scheduled an orientation on the differences for the week of 29 March 2004; as the schedule firms, we will provide additional details [POC: Chester Freedenthal, DSN 329-3745]

D

SAMS User Tip – A user reported a problem with the Cumulative value on a response document being higher than the Total Estimated Cost.  The problem was in the Payment Schedule window.  A payment schedule had been created, and then the Term of Sale was changed from Dependable Undertaking to Cash With Acceptance.  The user entered the full case value in the Cumulative Estimated Disbursements field, but upon tabbing out of the field, the previously calculated Termination Liability value reappeared.  The solution was to enter $0 vice n/a in the T/L field and then save the window.  This problem will be corrected in release 6.10.  [POC: Nels Berdahl, DSN 430-9041]

L

ease Update Reminder – Now that the end of the quarter is here, it's time to update financially open Leases in DSAMS.  Leases that have expired during the past quarter, or are due to expire in the upcoming quarter, should be updated using the ACT Text Type in the Lease Detail window, Lease Tab.  Updating the status of a Lease should be accomplished in the Implemented Version.  If Leased material has been returned in the previous quarter, the Lease Line window Shipment Tab should also be updated.  [POC: Nels Berdahl, DSN 430-9041]

P

en and Ink Changes to LOAs in DSAMS - There are times when minor changes need to be made to an LOA after it has been countersigned and offered to the purchaser.  Minor changes can be made as long as: the LOA is in “Offered” status in DSAMS, the purchaser has not yet signed the LOA, the OED has not yet expired, and all changes are consistent with FMS policies and procedures.  The purchaser should be authorized via message or memorandum to make any pen and ink changes, with a copy to DFAS-DE.  DSAMS must be updated with any changes using the Pen and Ink Tool in the appropriate window.  This tool is only available while the case version is in Offered Status.  Pen and Ink (P&I) changes should be kept to a minimum, with processing as follows:

OED Changes.  Normally, the greater the period of time between offer and acceptance, the greater the likelihood of decreased accuracy of data.  Requests by the purchaser to extend the expiration date will be honored only after a review by the Implementing Agency.  The Implementing Agency must ensure all pricing data are still valid for the extended period.  All concerned should be advised of any consequences associated with the extension.  OED extensions are made in the Case Detail window.  You should also review the payment schedule if the new OED crosses a DFAS-DE billing date.

Minor Changes.  Minor changes may include insignificant technical corrections such as a small arithmetic change which does not increase total value and administrative changes such as an address correction, initial deposit or payment schedule adjustment, or minor changes to note wording.  The Implementing Agency may review and approve these changes.  You cannot add an additional note using the DSAMS Pen and Ink tool.

Major Changes.  More significant changes, such as an increase in program scope (including a revision of the terms of sale or total costs) will generally require a new or restated document.  P&I changes for scope increases may be done only in exceptional circumstances and with DSCA (through COMPT/RM) concurrence.  Changes initiated after the purchaser has signed the LOA will be accomplished through a corrective Amendment or Modification implemented subsequent to the basic LOA.  

Next month:  How to Restate a document in DSAMS.  [POC: Nels Berdahl, DSN 430-9041]

T

raining Module (Releases 7 and 8) - Development of the final major release of the business application prior to deployment (Release 8.03) is continuing and is expected to be delivered by the contractor by the end of October.  Demonstrations of this Training Module functionality will be conducted at each of the Training Field Activities during November, December, and January.  The demonstrations will consist of one week showing Ops and Pricing functionality and one week showing financial functionality.

We are coordinating the master deployment schedule, which will be distributed to the MILDEPs for their input in the immediate future.  Planned test dates have been provided to the MILDEPs and will consist of three test periods:  User Acceptance Testing, Integration Testing, and Final Integration Testing.  To minimize the impact on users and to minimize their time away from station, on-site training will be conducted at each Training Field Activity prior to User Acceptance Testing at DSADC.  An implementation planning meeting with MILDEP and DSCA representatives is scheduled for the first week of February.  The intent of the meeting is to conduct a detailed review of the activities necessary for successful user testing and deployment.  

System testing of Release 8.01 is 75% finished and will be completed next month.  A few testers from the Training community are accessing this 8.01 version (the next-to-last version before deployment; there is no Release 8.02) and have provided useful feedback.  All MILDEPs have access to this application to perform testing from their sites and we encourage users to spend as much time as possible testing the system.  [POCs: Paul Porter, DSN 664-6578 and Pam Smith, DSN 329-4464]

S

ecure Web Access (SWA) for CISIL, MISIL, CMCS & DIFS – Effective immediately, users of the above mainframe systems have a new method available for connecting more securely.  SWA offers 128-bit encryption and allows users to connect using a web browser instead of using the various Telnet protocol 3270 (TN3270) terminal emulation software packages long employed around the world.  A one-time download step must be taken, after which using SWA is quite straightforward.

SWA has been used successfully for SAMIS for over a year and a half, and this change became necessary for the rest of the Security Assistance mainframe systems because of changes the DoD is making to the NIPRNet ports and protocols which will prevent users from connecting using the old method in the near future.  The first users to be impacted will likely be those whose connection originates from outside the NIPRNet, i.e., contractors, foreign customers, and USG employees accessing while away from the home office.  Eventually however, even users who originate within the NIPRNet using the old port and protocol will be blocked.  

System POCs at USASAC, NAVICP, AFSAC and DFAS-DE have successfully tested the new method with their respective systems and have the responsibility of coordinating the implementation details with end users at all locations where those systems are used.  Please contact those organizations for questions related to the specific systems.  [POC:  Andrew McDaniel, DSN 430-9092]

D

SAMS User Training Team Activity - In September the training team conducted a DSAMS 101 class at DSADC and a DSAMS 102 class at the Skyline facility for NAVSEA personnel.  The team also provided support for an Air Force DSAMS class held at Warner Robbins AFB.  In October the team will conduct a class on Leases for Army in Huntsville and Air Force in Skyline.  We'll also be preparing for release 6.10 User Review.  After the release 6.10 User Review, the team focus will shift to TM functionality for the next year.  [POC: Nels Berdahl, DSN 430-9041]

I

nternational Customer User Group (ICUG) – BACKGROUND.  The ICUG consists of international customer representatives from the MILDEP ILCOs and a non-voting liaison representative from the Foreign Procurement Group (FPG).  They represent the broad international user community, i.e., personnel from all countries at the ILCOs, embassies and in-country locations, including countries and organizations that are not core members of the ICUG.  Their primary responsibility is to receive and disseminate systems and logistics-related information to customers and to provide a unified customer position on issues and requirements to DSCA. 

The ICUG held its 16th formal meeting in Arlington, VA on 23 September.  Mr. Steve Harris, DSCA/P3, provided updates on Policy initiatives.  Electronic posting of the fully revised Security Assistance Management Manual (SAMM) is scheduled for the end of October.  The current version of the SAMM, with all policy changes incorporated, is accessible via the DSCA website, www.dsca.mil.  Hard copies of the new SAMM will be available on a limited basis, but the preferred access method will be via the website.   

DSCA is preparing a Policy Directive, to be issued by 1 November, which will provide guidance regarding multi-service LOAs.  DSCA is also working on a new Night Vision Device policy, which is being coordinated with the Defense Technology Security Administration (DTSA) and the MILDEPs.  This policy will be incorporated in the SAMM.

Mr. Harris also discussed the Business Initiative Council (BIC), which was established in 2001 by the Secretary of Defense.  The BIC initiative on International Electronic Information Policy, with a June 2004 target date, is being championed by DSCA.  

Mr. Harris reminded the ICUG members that all DSCA policy memoranda are available on the DSCA website under “Publications and Policy”, http://www.dsca.mil/publications.htm.

Ms. Kathy Robinson, DSCA/P3, discussed a recent GAO report detailing the need for better controls over FMS exports.  One of the recommendations was that the U.S. Customs Service should exercise their authority to seize FMS shipments if the shipments appear to violate export laws or regulations.  Since the report was released, Customs has, in compliance with this recommendation, begun stopping and/or seizing FMS shipments.  An Interagency Working Group (State Department, Customs and DoD) is trying to define the actual data that Customs needs in order to assure them that FMS shipments are in compliance with export laws and regulations.  The short-term solution (based on interim guidance issued by DSCA) is for each International Customer to provide the documents requested by Customs for each shipment.  

Ms. Robinson also provided updates on the Security Cooperation Information Portal (SCIP) and the Case Execution Management Information System (CEMIS).  In late July, Lt Gen Walters made his decision regarding the CEMIS Analysis of Alternatives (AOA) and selected the Re-host/ Modernize option.  The CEMIS Systems Team is continuing to meet on a monthly basis.  

Mr. Kent Wiggins, DSCA Deputy CIO & DSAMS Program Manager, discussed the need for standardization in the "Business to Business" exchange of electronic transactions between USG and FMS customer information systems.  He advised that the ICUG could best assist with “content” issues, i.e., what information should be exchanged between systems versus how the information is physically transferred.  

The group also conducted an internal meeting on 23-24 September, and participated in a joint ICUG/FPG meeting the afternoon of 24 September.  

The next formal and internal ICUG meetings will be held on 20 November in Arlington, VA.  Anyone wishing to receive ICUG-related information should submit his or her name, title, phone number and e-mail address to customer@dsadc.dsca.mil or dsams@ispec.com.  [POC: Sharon Epstein, DSN 430-9091]   

SIGNIFICANT and MILESTONE EVENTS
UPCOMING EVENTS (Tentative Dates)

	Date
	
	Event

	
	
	

	  Early Dec 2003
	
	Deployment of DSAMS Release 6.10

	
	
	 


NEAR TERM MEETINGS

	Date
	
	Topic
	
	Location

	
	
	
	
	

	  7-8 Oct
	
	DSAMS Lease Training for Army
	
	AMCOM, Huntsville, AL

	
	
	
	
	

	   8-9 Oct
	
	CEMIS Systems Team
	
	ISI, Arlington, VA

	
	
	
	
	

	14-15 Oct
	
	DSAMS Lease Training for Air Force
	
	Skyline, Falls Church, VA

	
	
	
	
	

	20-24 Oct
	
	DSAMS Release 6.10 PMO Test
	
	DSADC, Mechanicsburg, PA

	
	
	
	
	

	28-29 Oct
	
	DSCA Security Cooperation Conference
	
	Hilton Mark Center, 

	
	
	
	
	Alexandria, VA

	
	
	
	
	

	   3-7 Nov
	
	DSAMS Release 6.10 User Review
	
	DSADC, Mechanicsburg, PA

	
	
	
	
	

	      13-14 Nov
	
	CEMIS Systems Team
	
	ISI, Arlington, VA

	
	
	
	
	

	      17-21 Nov
	
	Training Module Demonstration (Ops &
	
	NETSAFA, Pensacola, FL

	
	
	  Pricing)
	
	

	
	
	
	
	

	           20 Nov
	
	International Customer User Group (ICUG)
	
	ISI, Arlington, VA

	
	
	  formal meeting
	
	

	
	
	
	
	

	   2-3 Dec
	
	CEMIS Systems Team
	
	ISI, Arlington, VA

	
	
	
	
	

	         8-12 Dec
	
	Training Module Demonstration (Funding &
	
	NETSAFA, Pensacola, FL

	
	
	  Billing)
	
	

	
	
	
	
	

	        8-12 Dec
	
	Training Module Demonstration (Ops &
	
	AFSAT, San Antonio, TX

	
	
	  Pricing)
	
	

	
	
	
	
	

	      15-19 Dec
	
	Training Module Demonstration (Funding &
	
	AFSAT, San Antonio, TX

	
	
	  Billing)
	
	

	
	
	
	
	

	      17-18 Dec
	
	CEMIS Systems Team
	
	ISI, Arlington, VA

	
	
	
	
	











