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C

urrent DSAMS Production Release (Release 6.07) – We updated DSAMS with an Interim Release in August to correct a payment schedule problem, and the release is stable.  Release 6.08 is undergoing testing and is on track for a 4 November deployment.  We sent out a message to the MILDEP POCs regarding the 7-11 October User Review to be held at DSADC.  A subsequent Release is targeted for early February that will contain the Finance IPT initiatives involving Stand By Letter of Credit (SBLC) and Payment Schedule Termination Liability calculations.  Although originally targeted for the November release, our detailed analysis revealed that these changes were more complex than previously thought.  

The schedule for Release 6.08 is: 

	16 Sep – 25 Oct
	Analyst, System and PMO Testing

	 7 Oct – 11 Oct 
	User Review by Site POCs at DSADC

	15 Oct – 1 Nov
	MILDEP Training 

	4 Nov 
	Deploy 


Release 6.08 changes include an interface to DIFS to automate DFAS-DE’s largely manual process of loading case and line data; increased data integrity and reduced reconciliation should result.  Other highlights include a CAS rate change, Lease enhancements, tri-service Reports Working Group changes, changes to workflow and tasking, addition of codified remarks to milestones, some foundation changes necessary for upcoming SBLC changes, other CCB priority changes, and many additional system fixes.  A modified list of changes was included with the User Review message.  A Release Summary will be available after PMO testing.

Analysis for Release 6.09, scheduled for the spring of 2003, started in August.  Planning for Release 6.10 and subsequent releases is tentative, depending on the Training Module schedule.  [POC: Chester Freedenthal, DSN 329-3745]

C

itrix Update -
Effective at close of business on 18 Oct 2002, the Citrix( method for accessing DSAMS is the only method that will continue to be supported.  The Native method will no longer be supported after this date.  A DSAMS PMO letter dated 18 Sep 2002 was sent to the Site POCs via e-mail with the details of action needed.

For over a year, DSCA has informed all user sites via letters and Dialogue articles of this upcoming change to allow proper preparation and to work out any problems.  Since that time the Citrix( method has been successfully used in full production at many DSAMS user sites (e.g., Army’s Aviation & Missile Command has used it for over a year), and technical feasibility has been verified at all sites.  

Various improvements have been made to both the hardware and software since the prototype project was initialized, and the DSAMS user feedback played a critical role.  The last remaining hurdle for full operational capability is obtaining a waiver from the Department of Navy for firewall clearance as part of its Navy Marine Corps Intranet (NMCI) program, and that waiver is expected to be issued before 18 Oct 2002 (the Citrix method is the stated preferred approach by the NMCI program).   

The Native method is a “fat” client/server arrangement where substantial pieces of software are loaded on the “client” (the user’s PC or a LAN at the user’s site) and other software is loaded on the server at the Defense Enterprise Computing Center in Oklahoma City (DECC-OKC).  The Citrix method is a “thin” client/server arrangement where only a small commercial software “plug-in” from Citrix Systems, Inc. is loaded on each user PC, and all other software components reside at DECC-OKC.  
The benefits of using Citrix( for DSAMS are many:

· Provides secure encryption between the users’ PC and the DECC-OKC servers.

· Reduces the amount of network traffic and the resulting bandwidth required for DSAMS.

· Reduces the maintenance work for new DSAMS releases on both the user sites’ technical staff and DSADC.  For example, an upcoming DSAMS release requires upgrades to all commercial off-the-shelf (COTS) software components that DSAMS uses (e.g., Forte, Oracle, Impromptu).  With the Native method, technical personnel at each user site would have to re-install those COTS components on every user PC or LAN.  With the Citrix method, no action by technical personnel at the user site is required for DSAMS releases.  In addition, Citrix( will eliminate the problems associated at those sites that have a centrally controlled desktop and required several weeks to process the DSAMS upgrades after their deployment. 

· Provides a facility for sharing ad hoc reports among users with a common interest, e.g., a Service or a Command.

· Allows DSCA to develop and deploy other technical solutions for DSAMS in addition to the current COTS suite, if required to do so.

[POC: Drew McDaniel, DSN 430-9092]   

T

raining Module (Releases 7 and 8) –Coding of the basic business application functionality of the TM is on-track for completion by the end of September and system testing will begin in October.  Developers will also begin or continue work on new requirements to support interfaces between DSAMS and the Air Force GAFS-L financial system and on complying with Chief Financial Officer (CFO) Act requirements.  While this work is being performed, work will continue on fixing priority problems (TPRs) identified during Release 7 User Review, changes resulting from subsequent meetings and clarifications from users, data conversion, interface construction, and report construction.

Early in the project, the Training Field Activities said they could only deploy between 15 October and 15 December (approximately).  Subsequently, the Training activities said they could accommodate deployment anytime except during budget season (late July to early October).  SATFA informed us at the last Training Standardization Working Group (TSWG) meeting that deployment could only occur on 1 October for the Army because of changes in the way IMET dollars will be distributed under the new standard process.  Because this could have an impact on the deployment date, this new restriction must be studied and any impact on IMET multi-year funds investigated. 

Representatives from each Training Field Activity and the DSAMS PMO met to standardize location codes.  Attendees also identified role types and related activities for each code.  [POCs: Paul Porter, DSN 664-6578 and Pam Smith, DSN 329-4464]

S

ubmitting Packages for DSCA's Case Coordination and Tracking (CCT) Process Using a Scanner - There have been some problems with Implementing Agencies submitting packages that are too large for DSCA's e-mail system.  Most of the problems are a direct result of documents being scanned at incorrect settings, which results in the file attachments being much larger than needed.  Today's scanners are quite powerful in performance while having fairly reasonable prices.  However, that enhanced capability of the scanners can also be a problem when creating files for the CCT process. 

While each scanner has a different set of software that is used to control the scanner, commonly referred to as a "TWAIN driver", there are some general parameters that all of the modern scanner software has in common.  Below are some hints at those adjustments that should be made to the scanner software when preparing a package for the CCT process:

· The first thing to check is the type of document being scanned.  If possible, select "text" or "text as an image", with the least desirable selection being any selection that has the word "photo" in it.  This parameter will sometimes automatically change some of the other settings described below. 

· The second is the resolution.  This is commonly referred to as Dots Per Inch, or DPI.  While scanning text documents, DPI should not be set for more than 300 DPI.  Most of the scanners today are capable of scanning at 2400 or 4800 DPI.  The cost for the higher resolution is a large increase in file size, and the higher resolution gains the user nothing in the CCT process.  300 DPI is the resolution that most black and white laser printers are capable of printing.  For comparison, a picture on most web sites is 72 DPI, and faxes are usually 100-200 DPI.

· The third parameter to check is the pixel depth.  This setting is important when scanning pictures, but the 24- to 48-bit scans of a text document will only increase the file size and the time required to scan the document.  For CCT documents, this setting should be blank, or changed to "Black and White".  If presented with a choice between "Black and White" and "Grayscale", selecting "Black and White" will result in a smaller file size.

· The fourth parameter is the file type to be saved as.  Ideally, the documents should be scanned into Adobe Acrobat.  When scanning a document outside of Acrobat, the best file type to select is "JPG"; avoid “BMP”, “WMF” and “TIF”.  JPG is a compressed graphics file with some scanner software allowing the user to select the amount of file compression.  For CCT documents, it's recommended to select the maximum amount of compression available.  

Ideally, once all of these parameters are correctly set for the CCT process, the user should save these as the default settings if the scanner is used primarily for CCT documents.  These settings may need to be restored from time to time as photos and other graphics may require scanning for other uses.  Hopefully, following these hints will help reduce the size of the files being sent via e-mail and reduce server congestion for all parties.  [POC: Drew McDaniel, DSN 430-9092]   

D

SAMS Report Tip - When running an Impromptu report for which you have the need to execute the same report repeatedly with different input criteria, there is no need to exit or close Impromptu each time.  For example, suppose you need to run report RP069 – Document Pricing Calculations for several cases.  After you run the first report for a particular Country/Case, rather than exiting or closing Impromptu there are two options available for regenerating the prompt screen:  

Option #1 - you can, from the Impromptu menu bar, select “Report/Prompt” or 

Option #2 - you can click on the “Prompt” icon [image: image1.png]


.

Both of these options will bring the prompt window back up allowing you to enter the next Country/Case.  Furthermore, using either of these options will save you from having to reconnect to the Impromptu catalog and database each time you run the same report.  [POC: Gino DePaoli, DSN 430-9272]   

C

ivilian Personnel Rates – The OUSD approved Fiscal Year 2003 Civilian Personnel Fringe Benefit Rates have been loaded to DSAMS.  [POC:  Shirley McDaniel, DSN 430-9094]  

D

SAMS User Training Team Activity - In August the  training team conducted a DSAMS 102 course for ASC (AF), Impromptu Training for DSCA personnel, CPM seminars/Impromptu training for USASAC-Ft. Belvoir personnel, and DSAMS orientation training for SAF/IA desk officers.  We are currently developing two Impromptu courses - one for report writers and one for end users.  We anticipate adding the Impromptu course to our offering for CY 2003.  The next DSAMS 101 class is now scheduled for 18-22 November.  Requests for quotas should be addressed to your Implementing Agency focal point.  [POC: Nels Berdahl, DSN 430-9041] 

C

ase Execution Management Information System (CEMIS) – A CEMIS “All-Team Review” was held on Monday, 16 September. CEMIS functional requirements team members and MILDEP representatives received a status update briefing on each CEMIS team, and the participants also received briefings on Business Process Reengineering (BPR), the CEMIS website, and the Security Cooperation Information Portal (SCIP).  Although a great deal of work remains to be done before the end of CY2002, the team leaders expressed their confidence that the Phase II Requirements Generation effort will successfully achieve its objectives.  

The Order Processing Team (OPT), Finance Team (FT), Corporate Information Team (CIT) and the Systems Team (ST) have a number of critical issues to resolve in the next few months.  The end-to-end control mechanism is not just a high priority within the CEMIS Requirements teams, but it has become a high priority among the BPR initiatives that are being tracked by DSCA.  CEMIS ST members will also perform a vital role during CEMIS Requirements Generation Phases III and IV (during CYs 2003 and 2004) – by participating in the Analysis of Alternatives (AOA) process, and assisting with defining thresholds, objectives, Measures of Performance (MOPs) and Measures of Effectiveness (MOEs).  

The CEMIS Requirements Teams are addressing more complex issues that require greater coordination among the teams.  Several joint sessions between the FT and the OPT, to address Delivery Reporting, have already occurred.  The OPT is also scheduled to hold joint sessions with several of the DSCA/FM-chartered IPTs – that are addressing CLSSA, Surcharges and Case Reconciliation and Closure.  In addition, the Oversight Group is performing a more thorough review of the functional requirements team revisions to the Operational Requirements Document (ORD) Spreadsheet working document.  The Oversight Group also reviews and coordinates the Referral documents that are generated between the functional requirements teams.  In addition, the Oversight Group members continue to interface with the DSCA Chief of BPR and the DSCA POC for Strategic Planning.

The CEMIS website became operational before the end of August.  The site now provides comprehensive and up-to-date information regarding CEMIS documentation, meeting minutes and the CY2002 schedule.  

The SCIP contract was awarded to Lockheed Martin in early August.  A portion of the first of four Phases of the Portal concept functionality will be demonstrated at the DSCA-hosted Security Cooperation Conference in Alexandria, Virginia on 16-17 October.  This web-based tool will provide International Customers with their first access to selected DSAMS data, and the tool will provide users with a number of short-term, interim functions that may eventually be included in CEMIS.

A monthly electronic newsletter, the “CEMIS News,” continues to provide information regarding topics covered by each of the functional Requirements teams.  A comprehensive schedule of team meetings, and CEMIS-related meetings, is distributed separately with the “CEMIS News.”  If you are not already on distribution and would like to receive this electronic newsletter, please contact Ms. Freda Lodge, Director, CEMIS Requirements, at Freda.Lodge@osd. pentagon.mil.  [POC: Freda Lodge, DSN 329-3856]

I

nternational Customer User Group (ICUG) – BACKGROUND.  The ICUG consists of international customer representatives from the MILDEP ILCOs and a non-voting liaison representative from the Foreign Procurement Group (FPG).  They represent the broad international user community, i.e., personnel from all countries at the ILCOs, embassies and in-country locations, including countries and organizations that are not core members of the ICUG.  Their primary responsibility is to receive and disseminate DSAMS and CEMIS-related information to customers and to provide a unified customer position on DSAMS and CEMIS issues and requirements. 

The ICUG held its 12th formal meeting at DFAS Denver on 15-16 August.  Mr. Malcolm Parks, DFAS, opened the meeting with a DFAS Overview presentation.  DFAS annual figures include $288B in disbursements, $13B in FMS program and 100M accounting transactions.  A general discussion was held regarding efficiencies in FMS processes and their impact on the FMS Admin Fund.  The FMS infrastructure is using many of the same accounting techniques and tools, developed for use with domestic appropriated funds, to identify actual costs associated with FMS programs.  Mr. Parks indicated that policy and structure have made Accelerated Case Closure (ACC) and Enhanced Accelerated Case Closure (EACC) procedures very effective in assisting the International Customer to identify the financial status of cases that are awaiting closure. 

Mr. Parks also briefly discussed the DSCA-sponsored tri-service Case Reconciliation and Closure Conferences that are held on a quarterly basis.  This group identifies a “target list” of cases to be closed during the next quarter.  Recent DFAS technology initiatives include providing CD-ROM versions of reports to selected International Customers and providing Quarterly Billing Report (DD 645) detailed level information via a web-based tool.  

Mr. Parks indicated that the A-76 process is still occurring.  A comparison of government and private sector bids is expected to occur before the end of the year.  DFAS has developed a transition plan for the two scenarios: a transition to the government MEO structure and a transition to the contractor structure.  

Mr. Gary Gradoville, Mr. Steve Payton and Mr. Mike Brown briefed the group on DIFS, DSAMS and CEMIS interface matters.  

Mr. John Ampela, DLA, and Ms. Linda Kimberlin, DLA, briefed the group on DLA’s Business Systems Modernization (BSM) development effort.  Release One of BSM (the largest SAP undertaking) was implemented earlier this year.  Release One encompasses 5-7% of DLA’s inventory items (170,000 NSNs).  SAP includes a number of “user exits” which permits DLA to customize SAP to accommodate existing MILSTRIP logic.  Mr. Ampela indicated that DLA is re-structuring existing business processes as well as re-writing existing software.  Ms. Kimberlin pointed out that DLA had to receive numerous approvals (financial, systems, etc.) at the OSD level before proceeding with BSM implementation.  Release One is broad enough to demonstrate the BSM concept, but small enough to manage the risk.  Several FMS-specific improvements that will reside in BSM include: MAPAC identification, Freight Forwarder determination, faster promotion to Type 1 Backorder, ability to override Type 5 Backorders through the Bypass Table, and processing for Type 5 Backorders (which will permit an order to go to the safety level rather than the reorder level).  

Mr. Bill Kramer, Chief of DSCA’s Denver Liaison Office (DLO), briefed the group on the role of the DLO.  The DLO focuses much of its time on program solvency, cash flow analysis, payment schedule analysis and case closures.  LCOL Rabs, ICUG Chairperson, reminded the ICUG members that they do not automatically receive a Payment Schedule Variance Report; they must request this report from Mr. Rude, DSCA/FM.  Mr. Kramer mentioned that the total value of items shipped, but not delivery reported, has been reduced from a high level of $7B to its current level of $100-200M.  The DLO is now assisting DSCA with trend analysis of major weapon systems disbursements over the life of each case.

The ICUG conducted its 14th internal meeting during the two-day session.  The group reviewed the contents of the ICUG Action Item Status Report and the ICUG Action Item Summary Table.  Both reports assist the group with tracking specific action items and monitoring other topics that will have an impact on CEMIS requirements generation and system development.  The Action Item Summary Table was updated, and will be submitted to the CEMIS Requirements Officer to ensure that the CEMIS functional requirements teams review the respective ICUG issues and concerns.  The ICUG may revise the format of the Summary Table (by placing it in more of a narrative format) to match it with the next version of the CEMIS Operational Requirements Document (ORD).  LCOL Rabs asked the ICUG members to assume “lead functional responsibility” for those Action Items that are still open – to perform research and consolidate updated information, in an effort to minimize the time-consuming Action Item review process that occurs at each internal meeting.

The next formal ICUG meeting will be held on Friday, 18 October (the day after the DSCA Security Cooperation Conference), in Arlington, VA.  Anyone wishing to receive ICUG-related information should submit his or her name, title, phone number and e-mail address to either customer@dsadc.dsca.osd.mil or dsams@ispec.com.  [POC: Sharon Epstein, DSN 430-9091]        

D

efense Logistics Management Standards (DLMS) Supply Process Review Committee (SPRC) – The most recent  SPRC meeting was held at DLA Headquarters, Ft. Belvoir, VA on 10-12 September.  Representatives from DSCA attended on behalf of the Security Assistance community.  The following issues, which may have an impact on Security Assistance (SA) business, were among the topics discussed:

Approved DLMS Change (ADC) 57, Enhanced Edits for the Required Delivery Date Field in Requisitions.  As part of this change, the Defense Automatic Addressing System Center (DAASC) has begun sending DOC ID AE9 transactions with BK status whenever they change an RDD or a priority on a requisition sent to the supply system from one of the SA systems (CISIL, MISIL or SAMIS). 
Proposed DLMS Change (PDC) 84, Narrative Message Reject for Blank Quantity on Material Receipt Acknowledgement (MRA) Transactions.  The DAASC will provide a narrative message whenever they receive a DOC ID DRA or DRB transaction with a blank or invalid quantity.  

The next SPRC meeting will be held on 28-30 January 2003.  DSCA representatives will continue to maintain a presence on this committee for the SA community.  [POC: Sharon Epstein, DSN 430-9091]

SIGNIFICANT and MILESTONE EVENTS
UPCOMING EVENTS (Tentative Dates)

	Date
	
	Event

	 18 Oct 2002
	
	Final day for all users to cut over to the Citrix method for accessing DSAMS

	  4 Nov 2002
	
	Scheduled deployment for DSAMS Release 6.08

	   3 Feb 2003
	
	Scheduled deployment for DSAMS Release 6.08+


NEAR TERM MEETINGS

	Date
	
	Topic
	
	Location

	      23-27 Sep
	
	DSAMS Release 6.08 PMO Testing
	
	Skyline, Falls Church, VA and

	
	
	
	
	DSADC, Mechanicsburg, PA

	 
	
	
	
	

	      24-27 Sep
	
	CEMIS Oversight Group 
	
	ISI, Arlington, VA



	        7-11 Oct
	
	"
	
	"

	      21-25 Oct
	
	"
	
	"

	28 Oct-1 Nov
	
	"
	
	"

	         4-8 Nov 
	
	"
	
	"

	     12-15 Nov
	
	"
	
	"

	     18-22 Nov
	
	"
	
	"

	
	
	
	
	

	      25-26 Sep
	
	CEMIS Systems Team
	
	ISI, Arlington, VA

	     20-21 Nov
	
	"
	
	" 



	
	
	
	
	

	 30 Sep-4 Oct
	
	CEMIS Order Team
	
	ISI, Arlington, VA

	      21-25 Oct
	
	"
	
	"

	         5-8 Nov
	
	"
	
	"

	     19-22 Nov
	
	"
	
	"

	
	
	
	
	

	        7-11 Oct
	
	DSAMS Release 6.08 User Review
	
	DSADC, Mechanicsburg, PA

	
	
	
	
	

	      16-17 Oct
	
	DSCA Security Cooperation Conference


	
	Hilton, Alexandria, VA

	
	
	
	
	

	           18 Oct
	
	International Customer User Group
	
	ISI, Arlington, VA



	
	
	
	
	

	      21-23 Oct
	
	CEMIS Finance Team
	
	AFSAC, Dayton, OH

	         6-7 Nov
	
	"
	
	ISI, Arlington, VA



	     12-14 Nov
	
	"
	
	"

	     18-21 Nov
	
	"
	
	"

	
	
	
	
	

	      22-24 Oct
	
	Training Standardization Working Group
	
	Skyline, Falls Church, VA

	
	
	
	
	

	      24-25 Oct
	
	CEMIS Corporate Information Team
	
	ISI, Arlington, VA



	
	
	
	
	

	         5-7 Nov
	
	SATFA Site Visit
	
	Fort Monroe, VA

	
	
	
	
	

	         5-7 Nov
	
	DSAMS Training for USASAC-NC
	
	DSADC, Mechanicsburg, PA

	
	
	
	
	

	     18-22 Nov
	
	DSAMS New User Training
	
	DSADC, Mechanicsburg, PA











