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C

urrent DSAMS Production Release (Release 6.10) –  A small maintenance release will be deployed after close of business on 31 August  to correct a few application errors.  The DSAMS Help Desk sent a detailed explanation of the changes to end users via e-mail.  We continue to hold any significant changes until after deployment of the Training Module.  

The versions of Forte (Sun UDS) and Oracle commercial software that DSAMS uses must be upgraded from time to time to allow vendor support to continue.  We will be upgrading the software in late September from Oracle 8.1.6 to 9.2.0.5 and Forte from UDS 5.0.9 to UDS 5.1.12.
The Configuration Control Board (CCB) is still reviewing the package sent from the PMO in July and we will be sending another package in September.  This month we continued working with DSCA/P3 on several issues including EDA Grant LOAs, Pseudo LOAs and MASL Transformation.  [POC: Chester Freedenthal, DSN 329-3745]

T
raining Module (Releases 7 and 8) – Representatives from the Training Activities and DFAS participated in testing of the DSAMS Training Module at DSADC between 16 and 26 August.  This testing, called “Ops Plus Checkpoint “, allowed users to test Operations/Pricing (“Ops”) changes requested during previous testing plus it allowed the Army and Navy to give the financial functionality its first solid test.  

Numerous changes previously identified were verified to now be working (in a few cases, things that were previously working appeared to no longer be working, and this can naturally be frustrating to the testers).  Numerous new problems were encountered, particularly in the financial processing area, and of course the purpose of the test is to find these, prioritize them, and fix them for subsequent testing. 

Each MILDEP gave an exit brief on their last day of testing to provide valuable feedback, both positive and negative.  All expressed appreciation for the outstanding support provided and the quality of the test facilities at DSADC.  Batch programs ran well for the most part because developers have vastly improved batch processing since previous testing.  Interfaces were also tested and problems identified for future resolution.  Testers asked for special reports to facilitate comparison of data for testing verification purposes.  The highly important area of legacy data conversion data continues to present some challenges but it also improves with each iteration.

During the test period, several “side-bars” were conducted.  These discussions arise when problems are identified during testing that need joint service resolution (such as ITO authorizations).  While important, these meetings distract from testing and the MILDEPs requested that these “side-bars” either be postponed until after testing or be scheduled as part of future testing to ensure adequate time is set aside for testing (e.g., schedule Joint Service discussions to be held daily from 0830 to 1000 to address any appropriate issues arising during testing).

The MILDEPs agreed to the next round of testing (Checkpoint 2) to be conducted at DSADC on 6-10 December.  The scope of that test is not yet known, but the goal is to test as much as realistically possible before the holiday season.  A draft schedule based on those dates was distributed.

The interfaces with the Security Assistance Network (SAN) and the functionality of both the Training Management System (TMS) and the International Military Student Officer (IMSO) web were exercised in this first time integration with MILDEP testing.  Responding to identified deficiencies, DISAM made several software changes during the two-week period and also coordinated the participation of several OCONUS Security Assistance Offices (SAOs).  A demonstration conducted for the Director, SATFA featured a side-by-side comparison of MILDEP, SAO and IMSO data views as seen in their respective applications.  Additionally illustrated were the new capabilities and efficiencies resulting from the two-way interfaces via the SAN with both TMS7 and the IMSO web.  These specifically are the improved entry and use of expanded student data originating from both SAOs and IMSOs, DSAMS ITO authorization and management, TMS ITO production capabilities and the facility for all systems to share data easily.

Air Force and DFAS representatives met again at DSADC with DSCA HQ (COMPT and PMO), DSADC, and contractor personnel on 23-26 August to address financial policy issues and requirements for the GAFS interface to DSAMS.  The addition of this financial functionality and interface is our greatest challenge for the coming year.  

The impact of the GAF changes, as well as the changes requested during testing, are still under analysis.  [POCs: Pam Smith, and Paul Porter, DSN 664-6578]  [Note: We mourn the untimely loss of Pam Smith, who passed away on 27 Aug 2004 but had contributed to this article.]
D

SAMS User Training Team Activity - During August, the training team conducted on-site training prior to the 16-26 August "Ops Plus Checkpoint" testing, as well as support for the test event itself at DSADC.  In September, we will be preparing for the DSAMS 101 course on 4 October (see last month's Dialogue for quota information).  [POC: Nels Berdahl, DSN 430-9041]

C

ase Execution Management Information System (CEMIS) – The CEMIS Systems Team met in Arlington, VA on 4-5 August to discuss a variety of technical/non-technical issues, and documentation required to acquire CEMIS in accordance with the DoD 5000 series of acquisition regulations.  The team reviewed the status of all Open Action Items, and updated the legacy system “Artifacts Inventory” to determine what remaining products were due from the CISIL, MISIL, SAMIS, and CMCS development and maintenance groups.  Additionally, the team completed the review of the Interface Master Table and associated interface diagrams, which identifies all interfaces between our legacy systems and external systems, and which will be used as the basis for creating Interface Control Agreements (ICAs) between system owners.  

DSCA/IT reviewed the MILDEP-provided PBB/PBC data and attempted to cross-reference reportable labor categories to DSCA Program elements.  This exercise was undertaken to begin the process of determining the “current cost” of performing certain functions, so that the information could be used as the “before” cost for purposes of performing a Business Case Analysis for CEMIS.  

Performance metrics were also discussed, and system peak time, slow time and nighttime categories were defined.  Also discussed were: stress testing (in both the batch and interactive environments); testing of “spike” transaction volumes (e.g., to accommodate a potential wartime surge); and simultaneous execution of the multiple systems.  

Based on information collected through market research and vendor visits, SSG Gunter also provided a presentation on automated testing tools, detailing the pros and cons of each of the products.  The next meeting is scheduled for 1-2 September in Arlington.  [POC: Tom Sippel, DSN 430-9295] 

I

nternational Customer User Group (ICUG) – BACKGROUND.  The ICUG consists of International Customer representatives from the three ILCOs, plus a liaison representative from the Foreign Procurement Group (FPG).  They represent the broad international user community, i.e., personnel from all countries at the ILCOs, embassies and in-country locations, including countries and organizations that are not core members of the ICUG.  Their primary responsibility is to receive and disseminate systems and logistics-related information to customers and to provide a unified customer position on issues/requirements to DSCA. 

The ICUG held its 20th formal meeting in Arlington, VA on 17 August.  Ms. Sherry Epstein, DSCA/IT, provided an update on the Security Cooperation Information Portal (SCIP) and Ms. Kathy Robinson, DSCA/P3, provided an update on current Transportation issues.  The group also held internal meetings on 17 and 18 August.  Minutes and handouts from both meetings will be posted on the ICUG/FPG web site.  The next formal and internal ICUG meetings will be held in November in Arlington, VA.  Anyone wishing to receive information about the ICUG/FPG web site, or other ICUG-related information, should submit his/ her name, title, phone number and e-mail address to customer@dsadc.dsca.mil.  [POC: Sharon Epstein, DSN 430-9091]

SIGNIFICANT and MILESTONE EVENTS
UPCOMING EVENTS 

	Date
	
	Event

	
	
	

	30 Aug-10 Sep
	
	Continuation of DSAMS Training Module Ops Plus Checkpoint Testing, 

	
	
	  on-site at various user locations

	
	
	 


NEAR TERM MEETINGS

	Date
	
	Topic
	
	Location

	
	
	
	
	

	1-2 Sep
	
	CEMIS Systems Team meeting
	
	Anteon Corporation,

	
	
	
	
	  Arlington, VA 

	
	
	
	
	

	4-8 Oct
	
	DSAMS 101 Training
	
	DSADC, Mechanicsburg, PA

	
	
	
	
	

	14-15 Oct
	
	DSCA Security Cooperation Conference 


	
	Hilton Mark Center,

	
	
	
	
	  Alexandria, VA

	
	
	
	
	

	6-10 Dec
	
	DSAMS Training Module Checkpoint 2
	
	DSADC, Mechanicsburg, PA

	
	
	  Testing
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