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N

ew Citrix® Client for DSAMS Recommended - A new release (Version 8) of the Citrix client software that is used for accessing DSAMS became available earlier this year.  We have tested the new software and have found no problems in using it with DSAMS.  The new client will correct some minor printing problems on portrait-oriented DSAMS reports where a small section of the left side of the report was not printing.    

The upgrade to the new Citrix client is not mandatory, but recommended, as it corrects the minor printing problem mentioned above.  However, if you are using Version 7 (most people are using Version 6) we highly recommend that you upgrade to Version 8, since that version has some known bugs.  The upgrade will also provide color printing capabilities to those who use the graphing feature for Impromptu reports.  The upgrade requires someone with administrator rights to install.  There is also a version of the upgrade that can be pushed out to applicable PCs by a network administrator.  Specific instructions are posted on the public section of the DSAMS web site at https://dsams.dsca.mil/Citrix/citrix.asp.  [POC: Andrew McDaniel, DSN 430-9092]
T

raining Module (Releases 7 and 8) –  The DSAMS Senior Steering Group (SSG) met at DSCA on 28 July.  The PMO discussed the two significant events underway.  
The first significant event is the Ops Plus Checkpoint testing scheduled for 16-27 August at DSADC.  This will enable the approximately 40 users who plan to participate to test the Operations/Pricing functionality for all MILDEPs plus the Financial functionality for the Army and Navy (AF Financial functionality is undergoing clarification and will not be tested).  While the Operations/Pricing testing is expected to primarily verify the correction of problems discovered in earlier testing, this will be the first substantially complete test of Army and Navy Financial functionality.  The goal is to quickly uncover and prioritize the new problems (TPRs and S1 changes) so they can be put in the work stream for correction.  A detailed readiness assessment will be sent to the Training Activities by close of business on 30 July to indicate what reports, interfaces, and batch programs will be available for testing as well as any that will not be available.  The assessment will also detail which TPRs (bugs) and high-priority S1 changes will be included as well as those that will not (as of the SSG meeting, 94% of the TPRs and 84% of the S1 changes are expected to be included).  The legacy conversion data has been reloaded, and the testing will reveal any remaining problems with the quality of that reloaded data.  
The second significant event is the review of GAFS requirements for changes and clarifications.  As described in last month’s Dialogue, GAFS is the Air Force’s core accounting system that DSAMS TM will interface with, and at the same time that the Air Force’s TRACS system is being replaced by DSAMS TM, AF’s TRACS Financial System (TFS) is being replaced by GAFS.  DFAS-DE hosted a two-week meeting among Air Force, DFAS-DE, DSCA (PMO & COMPT), DSADC, IBM and NGIT to go through the requirements at a detailed level.  

A significant number of new or clarified requirements were identified at this meeting, including the need for signed documents for Training requirements, the ability to suppress new GAFS transactions when the transaction was previously entered manually, changed level of accounting for 1004 programs, commitment feedback processing for IMET, and changing the document number level from Country/Case/Line to Worksheet Control Number.  In addition, policy issues raised during the meeting could have impacts on Army and Navy as well as Air Force.  Examples of these issues included IMET Travel and Living Allowance rules, Funds Control Level for IMET, and pro-rating tuition.  A series of meetings and teleconferences are scheduled through 17 September to gain a better understanding of the impact of these changes/clarifications (to both systems and procedures) before some personnel become unavailable due to fiscal year-end responsibilities.  
In other TM news, an abbreviated meeting of the Security Assistance Training Automation Council was held on 29 July.  Agenda items included interim changes to SAN Web, IMSO Web, and TMS in light of the revised TM deployment date; interfaces with the Foreign Visit System (and Cornerstone System) in order to comply with direction from DEPSECDEF prior to TM deployment; and continued support for the IMSO Web. 

The S2/N/Deferred prioritization was completed by the MILDEPs.  The input was consolidated and provided back to the MILDEPs for review.  All MILDEPs have provided follow-up changes, but that input has not been consolidated as of yet.  Once complete, the S2s will be placed in priority order and worked as time becomes available.  [POCs: Pam Smith, DSN 329-4464 and Paul Porter, DSN 664-6578]

D

SAMS User Tip: Expired Note - When Case Validation reports that a Case Note is expired, what should you do?  Open the Case Note List window.  Highlight the expired NOTE and go up to TOOLS/REPLACE EXPIRED.  This will update the Note on the document to the new version.  If the Standard Note contains ‘fill-ins’ you will also need to complete that portion of the Note.  [POC: Sandra Mentry, DSN 430-9049]  

D

SAMS User Training Team Activity - During July, the training team focus has continued on testing the Training Module (Release 8.03), review of converted data for Ops Plus Checkpoint testing, and preparations for the next round of TM training that begins in early August.  [POC: Nels Berdahl, DSN 430-9041]

D

SAMS 101 Class at DSADC - There will be a DSAMS 101 (New User) class offered at DSADC during the week of 4 October. If there is enough demand, a second course may be offered during the week of 18 October.  The DSAMS 101 course will enable the student to achieve a working understanding of how the Case Development Module (CDM) functionally works, including an understanding of tasks performed by other activities.  The students will also become familiar with some DSAMS reports and learn how and where to go for additional help.

Class will start at 1230 Monday and wrap up by 1200 Friday.  The cost of the class is free, but the organizations sending students are responsible for the TDY costs incurred.  There is an initial quota of three students per MILDEP, with another three quotas split among the Defense Agencies.  The quota POCs are: Mr. Sam Rhoads (Army) 717-770-6980, Ms. Marcie Lewis (Navy) 202-764-2426, Ms. Debra Wortham (Air Force) 703-588-8913, and Mr. Andrew McDaniel (Defense Agencies) 717-605-9092.  We are asking that the students be identified by the quota manager by 3 September, 2004.  [POC: Andrew McDaniel, DSN 430-9092]   

S

ecurity Cooperation Information Portal (SCIP) – On 20-22 July, representatives from DSCA/P3, DSCA/IT and DSADC reviewed the End Use Monitoring (EUM) application being developed to reside on the SCIP.  The application is being built in response to a mandate to comply with Section 40A of the Arms Export Control Act (AECA).  Previously, the information was either missing or difficult to collect, and, when it was available, there was no centralized information collection system, no standardized format and no accessible audit trail.  The solution was to enhance SCIP to provide support for EUM tasks.
The EUM application will provide the SAOs, Combatant Commands and International Customers with a secure web-based capability to plan, inventory, and monitor specific items transferred/sold to International Customers, which remain candidates for continual reporting under Section 40A of the AECA.  Information on material acquired through FMS, Grant Assistance Programs (GAP), Cooperative Programs (COP) and Other (OTH) programs will be maintained in the SCIP.  

The EUM application is the first application in the “SAO Toolbox” section of the SCIP (the other section is “Case Management” where case, line, payment schedule, requisition and SDR information resides; SCIP sections are referred to as “communities”).  It will include Inventory/ Disposition Reports sorted by Worldwide population, Defense Article, Country, Combatant Command and program type, a “planned” inspection report based on weapons system, previous inspection date and frequency of inspection, a “delinquent” inspection report, an item inspection “history" and ad hoc reporting capability.  It will also provide input capability, the ability to confirm each inspection of an item, the ability to defer a scheduled inspection when an item is unavailable for inspection, the ability to attach notes and the ability to adjust, deplete or transfer inventory records.  
Upon completion of the EUM application, the developer will begin to program the requirements to include Lease data in SCIP.  They will also correct all outstanding Program Trouble Reports for the current Case Management community, followed by incorporation of approved enhancements as resources allow.    

Technical questions about SCIP can be directed to ScipHelp@dsadc.dsca.mil.  Functional questions about the data should be directed to the appropriate MILDEP.  [POCs: Sharon Epstein, DSN 430-9091 and Tom Sippel, DSN 430-9295] 

C

ase Execution Management Information System (CEMIS) – The CEMIS Systems Team met in Arlington, VA on 14-15 July to discuss a variety of technical/non-technical  issues, and documentation required to acquire CEMIS in accordance with the DoD 5000 series of acquisition regulations.  
The team review of Open Action Items, which was last performed in December 2003,  allowed us to complete most of the open actions, reassign several (predominantly to DSADC and DSCA) and add several new actions.  
The team also reviewed the legacy system “Artifacts Inventory” to determine what remaining products were due from the CISIL, MISIL, SAMIS and CMCS development and maintenance groups, in order to begin testing the systems in the new DECC Mechanicsburg environment set up specifically to support the CEMIS effort.  

Additionally, the team reviewed the Interface Master Table for accuracy, in order to more precisely identify all interfaces between our legacy systems and external systems.  When we progress into the CEMIS development phase, we must ensure that all interfaces work as they do today, that all interface transaction formats are correct, and that all system-to-system communications channels are tested.  

The team also reviewed and commented on the CEMIS Test and Evaluation Master Plan (TEMP).  Some work still remains in defining CEMIS system performance metrics, to ensure that the developer delivers a system, with screen response times and batch program run times, to which we have become accustomed.  [POC: Tom Sippel, DSN 430-9295] 

SIGNIFICANT and MILESTONE EVENTS
UPCOMING EVENTS 

	Date
	
	Event

	
	
	

	2-13 Aug
	
	User Preparation Training for DSAMS Training Module, at the Training Activities

	
	
	

	16-27 Aug
	
	DSAMS Training Module Ops Plus Checkpoint Testing, at DSADC

	
	
	

	24-27 Aug
	
	DSAMS/GAFS Design Review, at DSADC

	
	
	

	30 Aug-10 Sep
	
	Continuation of Ops Plus Checkpoint Testing, on-site at various user locations

	
	
	 


NEAR TERM MEETINGS

	Date
	
	Topic
	
	Location

	
	
	
	
	

	4-5 Aug
	
	CEMIS Systems Team meeting
	
	Anteon Corporation,

	
	
	
	
	 Arlington, VA  

	
	
	
	
	

	17-18 Aug 
	
	International Customer User Group (ICUG)
	
	Anteon Corporation, 

	
	
	  Formal and Internal meetings
	
	  Arlington, VA

	
	
	
	
	

	1-2 Sep
	
	CEMIS Systems Team meeting
	
	Anteon Corporation,

	
	
	
	
	  Arlington, VA 

	
	
	
	
	

	4-8 Oct
	
	DSAMS 101 Training
	
	DSADC, Mechanicsburg, PA

	
	
	
	
	

	14-15 Oct
	
	DSCA Security Cooperation Conference 


	
	Hilton Mark Center,

	
	
	
	
	  Alexandria, VA
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