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C

urrent DSAMS Production Release (Release 6.07) – DSAMS Release 6.07 remains stable, although we will be putting out an Interim Release in the near future to correct a particularly bothersome payment schedule problem. We are currently in the development phase for Release 6.08 (November 2002) which  includes, among many other changes, the Financial IPT changes to the Payment Schedule and a new Interface with DIFS.  Several rounds of testing, including two User Reviews, are scheduled, as shown below:
 
	16 Sep – 25 Oct
	Analyst, PMO and System  Testing

	30 Sep –   4 Oct               
	User Review by DSCA and Principal Service POCs

	  7 Oct – 11 Oct  
	User Review by Site POCs

	15 Oct –   1 Nov
	Service On-Site Training 

	  4 Nov                   
	Deploy 


In mid-June, we submitted over 30 Events to the Configuration Control Board (CCB) for review and prioritization.  The CCB process is working quite well, and since DSAMS was first deployed, we have completed nearly 15% of the high priority CCB events and have about 5% scheduled.  Planning started for Release 6.09 for the spring of 2003, which will be a normal maintenance release.  [POC: Chester Freedenthal, DSN 329-3745]

T

raining Module (Releases 7 and 8) – Training Module Development team members recently completed site visits to two of the three Training field activities.  The first site visit was to SATFA, where team members discussed accounting processes, reports, TPRs, handling of Security Assistance team information, and APCs.  The second site visit was to AFSAT where the team discussed the on-going topic of the GAFS-L accounting system.  These site visits accomplished our need to solve some of the outstanding issues/questions within the Training Module development.

The Training Standardization Working Group (TSWG) will meet again on 6-8 August.  Discussion items will include Training Activity designations, cross-service functionality, TM reports and CFO and ITO process flows.  In addition, the team will be presented with a demonstration of DSAMS’s ad hoc reporting capabilities. 

We are rapidly approaching completion of Forte coding of the basic functionality of the Training Module.  After that point, system testing will begin.  Development resources will then concentrate on interfacing with the Air Force GAFS-L accounting system, accommodating CFO Act requirements,  and accommodating the critical changes identified by users during the User Review earlier this year.  User testing is still many months off and will not be conducted until system and PMO testing have shown a stable application and until the additional functionality identified above has been incorporated.  [POCs: Paul Porter, DSN 664-6578 and Pam Smith, DSN 329-4464]

W

aiver Processing – Please Note: In the May Dialogue, a problem was reported concerning the processing of waivers for documents initialized in DSAMS prior to 10 May 2002.  The article went on to describe the workaround solution to follow.  That problem has now been corrected in DSAMS and you no longer need to follow the procedures outlined in the May Dialogue.  [POC: Shirley McDaniel, DSN 430-9094]  
D

SAMS Reports Working Group – The DSAMS Reports Working Group held their fourth meeting at DSADC on 17-18 July.  Twenty-eight attendees from DSCA, Army, Navy, Air Force and DSADC participated in reviewing over 30 reports.  As a result of that review, 13 existing DSAMS reports will be modified, 7 will be deleted and 6 new requirements were identified for incorporation into DSAMS.  For the remainder, either no changes were required, or additional research was needed.  This is a great team effort, working together to achieve standard reports that meet the needs of all.  The minutes from this meeting as well as the outstanding action items have been posted to the DSAMS web site under the Documents section.  (The Documents section is only available after you have logged on to the web site.)  The next meeting is scheduled for 29 – 30 January 2003.  [POC:  Shirley McDaniel, DSN 430-9094] 
D

SAMS User Hints - Payment Schedule.    When developing a basic case, the Payment Schedule is sometimes developed by different personnel than those who ultimately assign the Case Offer Expiration Date (OED) in the Case Detail Window.  Sometimes the result is a DSAMS Case Validation Warning that the Case and Estimated Payment Schedule OEDs are not equal.  If your case Term of Sale is “Cash with Acceptance,” the full case value is due with the Initial Deposit, so the issue is moot.  But for other situations where you actually have an Estimated Payment Schedule with payments, you can use the following matrix to determine if the first payment date is consistent with the OED and the DFAS billing cycle:  

· If the OED is between 11 Mar and 10 Jun, then the first payment on the payment schedule should be 15 Sep.  

· If the OED is between 11 Jun and 10 Sep, then the first payment should be 15 Dec.  

· If the OED is between 11 Sep and 10 Dec, the first payment should be 15 Mar.  

· If the OED is between 11 Dec and 10 Mar, then the first payment should be 15 Jun.  

If you are writing cases for JA, different rules may apply (e.g. Planned Payment Schedule is used).  But the OED on the Estimated Payment Schedule and the Planned Payment Schedule should be the same if both are included in the document.   
Document Coordination with DFAS-Denver.  Posting that DOCMNTSENT milestone?  The DOCMNTSENT milestone is posted to reflect the day the Offer is mailed to the customer.  But don’t forget that current policy (DSCA Policy Memo 01-21, 3 Aug 2001) also requires the Implementing Agency to send a copy of the LOA or Amendment to DFAS-Denver at the same time.  Although the DOCMNTSENT milestone is not posted for Modifications, DFAS also needs a copy of the Modification to make appropriate adjustments to DIFS.  Failure to send a copy to DFAS may result in delays to implementation.  Other status changes also need to be coordinated with the DFAS Case Manager – most notably Restatements and Cancellations where copies of the Offered document have been previously forwarded to the customer and/or DFAS.  [POC: Nels Berdahl, ISI, DSN 430-9041] 

D

SAMS User Training Team Activity - The training team conducted site visits to AFSAC and NSA during July.  The team also conducted two DSAMS 102 courses at AMCOM (Army) and a DSAMS Refresher training course at DFAS-Denver.  As the month ends, a DSAMS 101 course is being held at DSADC.  In August the team will be conducting a DSAMS 102 course for ASC (Air Force), Impromptu Training for DSCA personnel, CPM seminars/Impromptu training for USASAC-Ft. Belvoir personnel, and DSAMS orientation training for SAF/IA desk officers.  We are tentatively planning the next DSAMS 101 class for 9-13 December.  Requests for quotas should be addressed to your Implementing Agency focal point.  [POC: Nels Berdahl, DSN 430-9041] 

D

SAMS Release 6.08 Training  - In the September – November time frame, our focus will be on testing, training, and implementation support for release 6.08.  User training plans will be coordinated with the appropriate Implementing Agency focal points in August.  [POC Nels Berdahl, DSN 430-9041]
C

itrix Update - We have been busy setting up and testing some changes in the Citrix method for accessing DSAMS.  We are creating profiles on the Citrix servers which will allow us to better manage users groups and should decrease login time at most sites, by utilizing new features of Windows 2000.  Tests so far have shown a 40-50% decrease in the amount of time needed to login.  There is no guarantee that all sites will see a significant change, but any improvement would be welcome.  
We are also working with DECC OKC to implement a better file replication process.  Currently, if you create an ad hoc report in Impromptu and save it to a shared location , such as the “O” drive, on the particular Citrix server in the Citrix server farm that you are logged onto, that report does not get replicated to other servers in the Citrix farm for up to 2 hours (which means that you cannot find that report if you log back in a few minutes later and are directed to a different server in the farm).  With the new process, reports would be replicated to all servers within a few seconds after you saved it to one of the Citrix servers.  

 

Also, the Help Desk has received quite a few calls asking how to change Citrix passwords.  Each time you log into a Citrix/DSAMS session, a box pops up telling you how to do just that.  Unfortunately, many of the users calling indicate that they routinely do not read that box, which is perhaps understandable given all the different password procedures used in Defense organizations today.  So, here’s how to do it.  After a user logs on to Citrix, the user hits the “CTRL” and the “F1” keys together.  Citrix will bring up a screen that looks familiar to anyone familiar with changing passwords on a Windows network.  Select the Password option, and enter a new password.  Note:  The Citrix password can only be changed once a day.  [POC: Mike Dunkle, DSN 430-9020] 

C

ase Execution Management Information System (CEMIS) – As indicated in last month’s issue of the Dialogue, the CEMIS Requirements Teams are addressing more complex issues that require greater coordination among the teams.  A joint session between the Acquisition Sub Team (AST), the Finance Team (FT) and the Order Processing Team (OPT) was held the week of 22-26 July.  Several joint sessions between the FT and the OPT, to address Delivery Reporting, are also scheduled in early August.  In addition, the Oversight Group is performing a more thorough review of the functional requirements team revisions to the Operational Requirements Document (ORD) Spreadsheet working document.  The Oversight Group recently agreed to an ambitious meeting schedule for the remainder of CY2002 that takes into consideration the very demanding end-of-CY preparations that must precede the CEMIS Phase III (CY2003) workload.

After the AST completes and submits its review of contract-related requirements, the OPT will perform a final review for incorporation into the ORD.  Several DSCA/FM IPTs, originally chartered as Reinvention efforts, will also contribute new and/or revised functional requirements to the CEMIS ORD; these IPTs are currently reviewing CLSSA and Surcharge procedures.  DSCA/FM also sponsors the periodic tri-service Case Reconciliation and Closure Conferences; these meetings may result in additional input to the CEMIS ORD.  Upcoming tri-service ILCO sessions are focusing on a spring 2003 ILCO Symposium – to encourage further standardization of processes and systems within the Security Cooperation community.  These tri-service forums may also contribute to the CEMIS requirements generation effort.  

The OPT, FT, Corporate Information Team (CIT) and the Systems Team (ST) have a number of critical issues to resolve in the next few months.  The end-to-end control mechanism is not just a high priority within the CEMIS Requirements teams, but it has become a high priority among the Business Process Reengineering (BPR) initiatives that are being tracked by DSCA.  CEMIS ST members will also perform a vital role during CEMIS Requirements Generation Phases III and IV (during CYs 2003 and 2004) – by participating in the Analysis of Alternatives (AOA) process, and assisting with defining thresholds, objectives, Measures of Performance (MOPs) and Measures of Effectiveness (MOEs).    

The final technical and security aspects of the CEMIS website are being tested by a limited group of users.  Once DSCA and DSADC are confident that the functional testing has been successful, the password-protected site will become available to a wider audience of users.  The site will provide comprehensive and up-to-date information regarding CEMIS documentation, meeting minutes and the CY2002 schedule.  

The first of four Phases of the Portal concept functionality will be demonstrated at the DSCA-hosted Security Cooperation Conference in Alexandria, Virginia on 16-17 October.  The plan is for this web-based tool to provide a portion of appropriate existing data (i.e., if the data is not in the legacy system, it will not be available in the portal) from the MILDEP legacy systems (CISIL, MISIL, SAMIS, CMCS), DIFS, and for the first time to International Customers, DSAMS.  
A monthly electronic newsletter, the “CEMIS News,” continues to provide information regarding topics covered by each of the functional Requirements teams.  A comprehensive schedule of team meetings, and CEMIS-related meetings, is distributed separately with the “CEMIS News.”  If you are not already on distribution and would like to receive this electronic newsletter, please contact Ms. Freda Lodge, Director, CEMIS Requirements, at Freda.Lodge@osd. pentagon.mil.  [POC: Freda Lodge, DSN 329-3856]

SIGNIFICANT and MILESTONE EVENTS
UPCOMING EVENTS (Tentative Dates)

	Date
	
	Event

	4 Nov 2002
	
	Scheduled deployment for DSAMS Release 6.08

	
	
	

	19 May 2003
	
	Scheduled deployment for DSAMS Release 6.09


NEAR TERM MEETINGS

	Date
	
	Topic
	
	Location

	           6-8 Aug
	
	DSAMS 102 Training Class
	
	DISAM, WPAFB, OH

	
	
	
	
	

	           6-8 Aug
	
	Training Standardization Working Group
	
	Skyline, Falls Church, VA

	
	
	
	
	

	           6-9 Aug
	
	CEMIS Order Team
	
	ISI, Arlington, VA

	       20-23 Aug
	
	"
	
	

	            3-6 Sep
	
	"
	
	

	        16-20 Sep
	
	"
	
	

	
	
	
	
	

	           7-8 Aug
	
	CEMIS Finance Team
	
	ISI, Arlington, VA



	       13-14 Aug
	
	"
	
	

	       27-28 Aug
	
	"
	
	

	        10-11 Sep
	
	"
	
	

	
	
	
	
	

	       13-16 Aug
	
	CEMIS Oversight Group 
	
	ISI, Arlington, VA



	          9-13 Sep
	
	"
	
	

	        24-27 Sep
	
	"
	
	

	
	
	
	
	

	       15-16 Aug
	
	International Customer User Group
	
	DFAS, Denver, CO

	
	
	
	
	

	       20-21 Aug
	
	DSCA Impromptu Training
	
	DSADC, Mechanicsburg, PA

	
	
	
	
	

	       20-22 Aug
	
	NETSAFA Site Visit
	
	Pensacola, FL

	
	
	
	
	

	       27-28 Aug
	
	CPM Impromptu Training
	
	USASAC, Ft. Belvoir, VA

	
	
	
	
	

	       27-28 Aug
	
	DSAMS Orientation Training for SAF/IA
	
	Skyline, Falls Church, VA

	
	
	
	
	

	             16 Sep
	
	CEMIS All-Teams Review
	
	ISI, Arlington, VA



	
	
	
	
	

	        16-20 Sep
	
	DSAMS Release 6.08 PMO Testing 
	
	Skyline, Falls Church, VA and

	
	
	   
	
	DSADC, Mechanicsburg, PA

	
	
	
	
	

	        19-20 Sep
	
	CEMIS Corporate Information Team
	
	ISI, Arlington, VA



	
	
	
	
	

	        25-26 Sep
	
	CEMIS Systems Team
	
	ISI, Arlington, VA













