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C

urrent DSAMS Production Release (Release 6.10) – A very small maintenance release was deployed on 14 June to implement the interface with the DoD/State/Commerce USXPORTS system and to correct a few anomalies.  USXPORTS was initialized with a 4-year DSAMS extract and now provides a daily interface for cases in offered and implemented status; the data supports the commercial export license process.

 

Several changes were submitted to the Configuration Control Board (CCB) for prioritization and more will be sent in July.  This month we worked with DSCA/P3 on several issues including Multi-service LOAs and EDA Grant LOAs.  DSAMS support to the DSCA FMS Transformation effort this month focused on improving the MASL and the MASL process.  Enhancements to support the Transformation effort must be approved by the CCB.  [POC: Chester Freedenthal, DSN 329-3745]

T

raining Module (Releases 7 and 8) –   At the DSAMS Senior Steering Group (SSG) meeting at DSCA on 23 June, the decision was reached to revise the target deployment date for the DSAMS Training Module from October 2004 to October 2005.  The DSAMS PMO recommended this change based on a variety of reasons (any one of which would be sufficient in itself for a postponement), and the SSG members unanimously concurred.  These reasons included:

· Large application impacts based on very recent changes and clarifications to the requirements to interface with the Air Force’s standard core accounting system (GAFS)

· The recent upgrade in priority from S2 to S1 of an event to allow changes to the TMASL price period, which is now deemed critical for deployment.  This event requires too large a level of contractor effort to complete in time for an October 2004 implementation.

· Delays in legacy data conversion activities, which had the domino effect of delaying data validation, system testing, user training, and Integration Testing (originally scheduled for 21 Jun-2 Jul).

· The capacity to handle significant issues or work that may yet arise was extremely limited on the original schedule for virtually all organizations associated with this effort (e.g., the conversion of financial data would have very likely required multiple iterations (depending on the MILDEP) to get it right)

Consideration was given to deploy to each MILDEP in phases, as was done with the Case Development Module, but was deemed impractical due to the difficulties of cross-service training where students on one Service’s training case attend courses from another Service and due to the great difficulties involved with implementing the new SAO upload capabilities for only one or two Services.

The largest impacts resulting from this postponement are that the benefits are realized later and attention will be diverted from non-Training Module workload for a longer period.  However, these impacts are outweighed by several advantages:

· Provides more time to incorporate all residual non-GAFS changes and properly test them

· Provides time for changing/clarifying GAFS accounting requirements

· Provides more time for accurate data conversion from legacy systems

· Provides more time for deployment and training of Training Management System (TMS) to all SAOs

· Avoids excessive disruption from attempting to deploy before everything is ready

Future consideration will be given to the possibility of implementing the TM at a point other than the beginning of a fiscal year; however, the MILDEPs (with DSCA concurrence) have previously stated that implementing the Training Module other than at the beginning of a fiscal year was impractical.

In terms of next steps, there are two main events.  First, instead of Integration Testing, an “Ops Plus Checkpoint” test will be held on 16-27 Aug at DSADC.  It is so named because it will cover the Operations/Pricing functionality for all MILDEPs plus the Financial functionality for the Army and Navy only.  The second main event is a series of meetings among Air Force, DFAS, IBM, NGIT and DSCA to clarify the GAFS accounting requirements.  The goal is to clarify as much of this as possible by 17 Sep before personnel become unavailable due to fiscal year end duties.  The results of these two events will determine the magnitude and schedule of subsequent steps.  [POCs: Pam Smith, DSN 329-4464 and Paul Porter, DSN 664-6578]

D

SAMS User Tip: Deleting an Entire Payment Schedule on a Document – A DSAMS user requested information on a way to delete an entire payment schedule.  Rather than having to change the DSAMS application, here is a tip for deleting an entire payment schedule: Existing payments may be deleted at once by entering an initial deposit equal to the total case value and then selecting the "Calculate" menu item.  This will clear the payment schedule array.  You can then re-enter your desired values.

 

Payment schedules for amendments and modifications should not be deleted.  You have the capability to refresh the payment schedule to put it back in its original state or you can set the payment schedule status to "Unaffected" so that the payment schedule will not print on the document.  You can also turn off the print indicator for an amendment so that the payment schedule does not print on the document.  [Chester Freedenthal, DSN 329-3745]  

D

SAMS User Tip: Re-calculation of Pricing in a Profile – Instead of having to create recurring case information from scratch, a profile is created as a template for selling a weapon system or items.  The template has limited information in it (i.e., some of the case, line, pricing and note data), and it will not pass a case validation because the information is not complete.  When a profile is associated to a case, all the pricing for the profile is also copied to line pricing.  The lines copied from a profile are identifiable by the "A" in the PF (Profile) column of the line list.

    
When the profile is copied to the case, the pricing is copied, but a re-calculation needs to be done in order to apply any country- or case-level waivers to the pricing for the new case.  You should do this from the Case Line List window.  Put the Case Line List window in edit mode (Edit/Edit) and use Tools/Calculate Cost to re-calculate the pricing for all the lines.  [POC: Kathy Pearce, DSN 430-9271]

D

SAMS User Training Team Activity - During June, the training team focus has been on testing Release 8.03 (Training Module), review of converted data for the upcoming Ops Plus Checkpoint testing, and preparations for the next round of training that begins in early August.  A team member also visited the DISAM Advanced Training class to brief students on the DSAMS project and training functionality.  [POC: Nels Berdahl, DSN 430-9041]

S

ecurity Cooperation Information Portal (SCIP) – The SCIP allows International Customers and DoD personnel to view selected Security Cooperation case management information from the case execution legacy systems (CISIL, MISIL, and SAMIS/CMCS) as well as from DSAMS.  It provides the data from a tri-service perspective and allows authorized users to perform such functions as submitting requisitions and Supply Discrepancy Reports on-line.  SCIP users view the data from those systems on-line via a web browser.  

Customer countries and USG personnel are currently in various stages of registration for SCIP.  To date, DSCA has received letters from 40 countries designating their Host Nation Token Authority (HNTA) and alternate.  We have distributed over 500 tokens and there are over 1100 users registered for the SCIP.  These include USG employees, both US citizens and foreign nationals, and International Customers and their employees.  

DSCA message 251330Z Jun 03, and DSCA Policy Memorandum 03-11, Enrollment Process for the Security Cooperation Information Portal (SCIP), 25 Jun 03, both available on the DSCA web site, http://www.dsca.mil, contain a complete set of instructions to begin the registration process for International Customers.  International Customers, their agents, and foreign national employees of the USG require an electronic "token" to access SCIP (US citizen employees of the DoD use a different process).  Tokens are small (no bigger than a credit card) electronic devices with a six-digit authorization number that randomly changes every sixty seconds, in synchronization with the password security server at DISA.  Each International Customer must identify a HNTA and an alternate to administer accounts for users in that country.  Once DSCA receives the HNTA designation letter, we forward the appropriate number of tokens and the International version of the System Account Access Request (SAAR) form to the HNTA.  The HNTA (1) distributes the tokens and SAAR forms to users in his country, (2) completes and signs the SAAR forms, along with the associated permissions as designated within their country, and token serial numbers, and (3) faxes the SAAR forms to DSADC.  We then establish and activate accounts for each individual user. 

DSCA message 091310Z May 03, also available on the DSCA web site, explains the SCIP access registration process for Security Assistance Officers (SAOs) and their employees.

The MILDEP functional points of contact for SCIP met during the week of 7 June to review the 17-page list of "enhancement suggestions" that were received during SCIP testing last year.  Many are already in process or have been overtaken by events.  The group is in process of preparing the others for submission to the SCIP Configuration Control Board (CCB) for approval and prioritization.  To date, 14 requests have been submitted.     

Technical questions about SCIP can be directed to ScipHelp@dsadc.dsca.mil.  Functional questions about the data should be directed to the appropriate MILDEP.  [POCs: Sharon Epstein, DSN 430-9091 and Tom Sippel, DSN 430-9295] 

C

ase Execution Management Information System (CEMIS) – The CEMIS Systems Team is once again active, and met in Arlington, VA on 16-17 June.  The core team membership remains relatively stable, but supplemental team members have been added, as more subject matter experts from DSCA, SAF/IA, DSADC, USASAC, NAVICP, AFSAC, DFAS-DE, and SSG (Gunter AFB) are required to discuss a variety of technical issues. 

The team is in the process of collecting legacy system artifacts and developing documentation to support the CEMIS acquisition process, which is being pursued in accordance with the provisions of the DoD 5000 series acquisition regulations.  The "Command, Control, Communications, Computers and Intelligence Support Plan" (C4ISP), which identifies interfaces and system administration responsibilities, among other things, is being finalized.  The Test and Evaluation Master Plan (TEMP), which details development and operational testing criteria and critical performance parameters, has undergone initial review and will be addressed at subsequent meetings. 

The team also addressed the ongoing collection of legacy system testing documentation and artifacts, and reviewed a consolidated report of everything collected to date.  Additionally, the creation of separate mainframe partitions at DECC Mechanicsburg has been completed, which provides us with an identical copy of the CISIL, MISIL, SAMIS and CMCS production environments.  The “copies” will be used for testing, benchmarking the performance of today’s systems (to ensure that CEMIS performance is better than, or equal to, the excellent performance we experience today), and for testing the conversion of the existing application program code to a new language and Data Base Management System (DBMS). 

The team also addressed the CEMIS Business Case Analysis (BCA) effort, which will be performed to identify those areas where CEMIS automation will allow us to reduce our labor investment or to free up labor to perform more productive tasks.  The team also briefly discussed the CEMIS Statement of Objectives (SOO), the CEMIS Risk Management Plan (RMP), and critical performance factors (such as system response time), as it is anticipated that team members will be involved with the development of these documents and performance thresholds. 

The team will continue to meet throughout the summer, with tentative meeting dates already scheduled for July, August and September.  [POC: Tom Sippel, DSN 430-9295] 

D

oD SAP Requirements Task Force Meeting – A combined meeting of the newly-established DoD SAP Requirements Task Force (SAP TF) and the Supply Process Review Committee (SPRC) was held at Fort Belvoir, VA, on 3 June.  [Note:  “SAP” in this context refers to the large commercial software company and is not to be confused with the “Security Assistance Program”.]  With the implementation of multiple new DoD systems employing SAP Enterprise Resource Planning (ERP) software (e.g., DLA’s BSM, Army’s LMP, Navy’s SIGMA and SMART, etc.), the SAP TF was established as the sole DoD voice for interacting with the SAP developers seeking to identify changes required in the SAP core software to accommodate peculiar DoD business processes.  Common MILSTRIP codes with which we are familiar, such as Advice Code, Status Code, and Issue Priority Designator, are currently handled within the DoD SAP applications per the various MILDEP/Agency briefings, but frequently as user-defined fields, requiring special processing.  SAP will be asked to incorporate these elements into their design, so that the SAP core application programs will routinely handle them.

Of special interest to the Security Cooperation community are the seven international customers who have built, or are currently building, new systems based upon an SAP software foundation.  In order to effectively communicate with our customers in the future, we will be placing a greater reliance on the Defense Automatic Addressing Service Center’s (DAASC) ability to translate among MILSTRIP, DLMS, XML and proprietary data exchange formats such as those used by SAP.  We will continue to be involved with the work of the SAP Task Force in the future.  [POC: Tom Sippel, DSN 430-9295] 

I

nternational Customer User Group (ICUG) – BACKGROUND.  The ICUG consists of International Customer representatives from the MILDEPs and a non-voting liaison representative from the Foreign Procurement Group (FPG).  They represent the broad international user community, i.e., personnel from all countries at the ILCOs, embassies and in-country locations, including countries and organizations that are not core members of the ICUG.  Their primary responsibility is to receive and disseminate systems and logistics-related information to customers and to provide a unified customer position on issues/requirements to DSCA. 

The ICUG held its 19th formal meeting in Arlington, VA on 2 June.  At this meeting, Lt Cdr Mehmet Yildiz, Turkey, succeeded Major Bernard J. Poulin, Canada, as the ICUG Chairman.

Ms. Sherry Epstein, DSCA/IT, provided an update on the Security Cooperation Information Portal (SCIP).  She discussed the efforts of the tri-service Web Site Consolidation team to capitalize on MILDEP "best practices" and to eliminate redundant efforts.  The first official version of the SCIP Customer Assistance Handbook, which includes recent changes to SCIP, as well as instructions for Host Nation Token Authority (HNTA) and other personnel changes, was recently published.  

Ms. Epstein also briefed the group on the MILS/DLMS issue and the results of DLMS/Unique Identification (UID) workshop held in March.  She emphasized that DAASC translation will continue for FMS customers for the long term.  The DSCA final migration plan was provided to the Defense Logistics Management Standards Office by the 16 April deadline.   

Ms. Beth Baker, DSCA/P3, provided an update on the efforts of the DSCA Transformation Task Force, which has been focusing on issues such as the FPG "Brilliant Ideas" list, the new Commercial Banking policy, a Drawdown handbook, a MASL review, Excess Defense Articles (EDA) and ways to improve logistics processes.  

Ms. Baker also discussed the current status of several transportation-related issues.  The Interagency Working Group, with members from DoD, State and Customs, is developing a matrix with 32 different transportation scenarios, focusing on four of them.  The biggest problems are Repair and Return cases, EDA and SDR returns.

Mr. David Rude, DSCA/DBO, provided an update on the CLSSA Working Group.  He summarized the contents of the forthcoming CLSSA policy package and emphasized that case structure improvements will apply only to new CLSSA cases.

The group also held internal meetings on 2 and 3 June.  Minutes and handouts from both meetings are posted on the ICUG/FPG web site.

The next formal and internal ICUG meetings will be held on 17-18 August in Arlington, VA.  Anyone wishing to receive information about the ICUG/FPG web site, or other ICUG-related information, should submit his/her name, title, phone # and e-mail address to customer@dsadc.dsca.mil or dsams@ispec.com.  [POC: Sharon Epstein, DSN 430-9091]

SIGNIFICANT and MILESTONE EVENTS
UPCOMING EVENTS 

	Date
	
	Event

	
	
	

	12-23 Jul
	
	DSAMS/GAFS Requirements Definition, at DFAS Denver

	
	
	

	2-13 Aug
	
	User Preparation Training for DSAMS Training Module, at the Training Activities

	
	
	

	16-27 Aug
	
	DSAMS Training Module Ops Plus Checkpoint Testing, at DSADC

	
	
	

	24-27 Aug
	
	DSAMS/GAFS Design Review, at DSADC

	
	
	

	30 Aug-10 Sep
	
	Continuation of Ops Plus Testing, on-site at various user locations

	
	
	 


NEAR TERM MEETINGS

	Date
	
	Topic
	
	Location

	
	
	
	
	

	14-15 Jul
	
	CEMIS Systems Team meeting
	
	Anteon Corporation,

	
	
	
	
	 Arlington, VA 

	
	
	
	
	

	4-5 Aug
	
	CEMIS Systems Team meeting
	
	Anteon Corporation,

	
	
	
	
	 Arlington, VA  

	
	
	
	
	

	17-18 Aug 
	
	International Customer User Group (ICUG)
	
	Anteon Corporation, 

	
	
	  Formal and Internal meetings
	
	  Arlington, VA

	
	
	
	
	

	1-2 Sep
	
	CEMIS Systems Team meeting
	
	Anteon Corporation,

	
	
	
	
	  Arlington, VA 
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