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C

urrent DSAMS Production Release (Release 6.07) – DSAMS Release 6.07 went into production on 13 May.  A glitch along with several other minor bugs was corrected in an emergency release distributed on 23 May.  A second emergency release to correct some additional problems was deployed on 28 June.  For a complete description of all of the changes, please refer to the release summary provided by the DSAMS Help Desk for each release. 

We are currently in the development phase for Release 6.08 (November 2002) that includes Financial IPT changes to the Payment Schedule and a new Interface with DIFS.  We are working on the plans for Release 6.09 for the spring of 2003.  [POC: Chester Freedenthal, DSN 329-3745]

T

raining Module (Releases 7 and 8) – The majority of this month has been filled with resolving outstanding questions/issues for Release 8.  We have been working in the areas of Dependents, FY Breakout, Progress Messages, Medical Reciprocal Agreements, the interface to Air Force’s GAFS-L accounting system, and CFO Act compliance to name a few.

For the latter, DSAMS is a financial feeder system and thus has certain requirements for ensuring proper financial management controls within the DoD.  In preparation for a final assessment in 2003 of its compliance with the Chief Financial Officer’s (CFO) Act and the Federal Financial Management Improvement Act (FFMIA), a team from PricewaterhouseCoopers (separate from PwC’s DSAMS team) has completed an interim assessment so that any gaps can be identified and corrective actions can be taken.  Various follow-up actions will result, including changes to DSAMS software as necessary and analysis/adjustment of financial policies/procedures used in the MILDEPs/Agencies. 

DFAS personnel met with the PwC/DSADC team at Skyline on 20 June to discuss numerous issues, to include:  manual and automatic billing, APCs, interfund posting, STANFINS direct entry, and interfaces.

This month ended with a site visit to NETSAFA 25–27 June.  TM members covered topics that included: FY Billing and Account Line Reference.  

Next month, site visits for SATFA (9-11 Jul) and AFSAT (23-25 Jul) are planned.  The TSWG is scheduled for 6-8 August at Skyline.  [POCs: Pam Smith, DSN 329-4464 & Paul Porter, DSN 664-6578]

D

SAMS User Training Team Activity - This month the training team conducted an Air Force DSAMS 102 course at Ogden, UT, an Army DSAMS 102 course for CECOM in Ft. Monmouth, NJ, and an Army DSAMS 103 (Advanced) course hosted by TACOM-RI at Rock Island, IL.  Role-specific training sessions were also conducted for DSCA personnel and USASAC New Cumberland Command Country Managers.  A presentation on Payment Schedules was also made to DSADC personnel.


In July we will be conducting training for NSA, AMCOM and DFAS-Denver.  We'll close out the month with a DSAMS 101 course at DSADC.  The call for DSAMS 101 students went out in June to the Military Department training coordinators.  

We are pleased to announce the addition of Ken Hall to the DSAMS Training/Support team (in addition to Ken Matejka, Ed Berghorn and me).  Ken is located at DSADC in Mechanicsburg, PA.  Welcome aboard!  [POC: Nels Berdahl, DSN 430-9041] 

U

ser IDs and Passwords –  The DSAMS Help Desk is still being deluged with password questions and problems, apparently due to confusion with DSAMS versus Citrix User IDs and passwords.  

Note: As a reminder, users can currently access DSAMS in one of two ways.  One is called native, where the user’s PC contains the complete, voluminous DSAMS client software and the PC connects directly with the DSAMS server.  The other is called Citrix, where the user’s PC only contains a small Citrix ICA software plug-in and the PC first connects to a remote Citrix server that contains the DSAMS client software, and then the Citrix server connects to the DSAMS server.  For various technical, security and supportability reasons widely reported to the users, we are moving toward the time when only the Citrix method will be routinely supported (see next article).

Everyone accessing DSAMS will have a DSAMS User ID and password.  Authorized representatives within your Service manage these DSAMS accounts.  If you have a problem with your DSAMS User ID or password, contact the designated Service Representative for assistance.  If they cannot resolve the problem, they will then contact the DSAMS Help Desk or advise you to do so.  

If your site uses Citrix to access DSAMS (soon, all sites will), you will also have a Citrix User ID and password.  The DSAMS Help Desk currently manages Citrix accounts.  If you have problems with these, contact the DSAMS Help Desk. 

Your password formats for DSAMS and Citrix are similar, but the passwords may be different.   Please remember that, while DSAMS and Citrix are associated for accessing the DSAMS application, they are two separate systems.  You must log on to Citrix and then log on to DSAMS using the correct User ID and password for each.

Remember, if your DSAMS password was created before 13 May 2002, it must be typed in all upper case.  If your DSAMS password was created after 13 May 2002, it is case sensitive.  Citrix passwords have always been and will continue to be case sensitive.

Helpful Hint: Both your DSAMS and your Citrix passwords will expire and must be changed every 90 days.  Change both at the same time and get them on the same cycle. 

The following shows the password prompt screens for DSAMS and Citrix (Citrix ICA):
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[POC: Mike Dunkle, DSN 430-9020]  

I

mprovements to the Citrix Server Farm - During the last 18 months, the DSAMS PMO has been evaluating the use of a thin client product called Citrix.  The use of Citrix makes maintenance of DSAMS much easier for both the end user sites and the DSAMS team, especially during the software upgrade process.  It also greatly reduces the communications overhead while enhancing the security between the user’s computer and the DSAMS servers located at the Defense Enterprise Computing Center in Oklahoma City (DECC OKC).

After the successful evaluation of a prototype Citrix server farm located at DECC OKC, the Citrix server farm has been enhanced from three servers to a total of six servers.  In addition, the Citrix software and the underlying network software have also been upgraded.  In addition, the new Citrix software will now allow the creation of Adobe Acrobat files needed for the DSCA’s Case Coordination and Tracking process, and it reduces other printing problems encountered during the prototype phase.  There is some optimization of the software still occurring, but it is expected that sometime this summer, the method of accessing DSAMS will be a Citrix-only environment.  The PMO is working with the Navy’s NMCI and InfoSec organizations to get DSAMS certified to run on the new Navy-wide network.  [POC: Drew McDaniel, DSN 430-9092]

D

SAMS Continuity of Operations Plan (COOP) - During the week of 21 June, personnel from DECC-OKC, DSADC and DISA Continuity of Operations and Testing Facility (DCTF) executed a Continuity of Operations Plan (COOP) by simulating a disaster recovery and moving the DSAMS application from the hardware at the Computing Center in Oklahoma City to an alternate facility in another part of the country.  

The event was a success overall, with full recovery within two days.  All lessons learned and refinements will be applied to future tests.  All objectives were met:  (1) an alternate site is designated to host DSAMS in the event of a disaster; (2) trained personnel that are versed in DSAMS’ recovery are in place; (3) procedures/documentation are in place for all necessary actions; and (4) verification exists that DSAMS functions at the alternate site in exactly the same way as the current production environment.  

The DSAMS user should rest assured that in the event of a disaster at Oklahoma City, the business of Security Assistance will persist through continuity of operations of DSAMS.  In addition, the DSAMS COOP was done simultaneously with the successful COOPs of the Security Assistance legacy systems (CISIL, MISIL, SAMIS, CMCS VM and DIFS).  [POC: Jim Gleason, DSN 430-9030]

C

ase Execution Management Information System (CEMIS) – June witnessed an accelerated pace for  the CEMIS Requirements teams – particularly the Oversight Group.  As the teams address more complex issues, greater coordination is required among the team members.  A Requirements Team Leader meeting was held on 10 June to synchronize their efforts and to populate several of the cross-reference sections of the Operational Requirements Document (ORD) Spreadsheet working document.

In addition to identifying requirements for incorporation into the ORD working document, the Order Processing Team (OPT) has focused on achieving Military Department (MILDEP) consensus on standard terms (e.g., CEMIS Order Record) and generic “Case Manager roles and responsibilities.”  The OPT has also addressed case management tools (enablers to core case management functions) from a functional users’ perspective.  These topics will require further coordination with both the Finance Team and the Corporate Information Team.  

The Systems Team, chaired by Tom Sippel, held its kick-off meeting on 5-6 June.  The Team established its schedule for the remainder of CY2002, and reviewed those Referral documents and those ORD-ID elements for which the Systems Team has been given lead responsibility.  The Team also began its review of systems interface issues, data conversion issues, system security, system communication, system performance, system design and system maintenance.  Mr. Sippel pointed out to the Team members that they will also perform a vital role during CEMIS Requirements Generation Phases III and IV (during CYs 2003 and 2004) – by participating in the Analysis of Alternatives (AOA) process, and assisting with defining thresholds, objectives, Measures of Performance (MOPs) and Measures of Effectiveness (MOEs).    

The Finance Team (FT), co-chaired by David Rude, DSCA/FM, and Patti Higgins, DSCA/FM, began to focus on Delivery Reporting.  The FT members also continued to populate the “Financial Transactions Matrix” that has been “under construction” for several months.  A two-day joint session with the Acquisition Sub Team is still scheduled to occur in July, and subsequent joint sessions with the OPT are anticipated.  Various IPT meetings, that address specific functional areas, will also have an impact on CEMIS financial requirements.

The final technical and security aspects of the CEMIS website are being coordinated.  The site will soon be up and it will provide comprehensive and up-to-date information regarding CEMIS documentation, meeting minutes and the CY2002 schedule.  

A monthly electronic newsletter, the “CEMIS News,” provides information regarding topics covered by each of the functional Requirements teams, and it also provides a comprehensive schedule of team meetings, and CEMIS-related meetings, that are being held this calendar year.  If you are not already on distribution and would like to receive this electronic newsletter, please contact Ms. Freda Lodge, Director, CEMIS Requirements, at Freda.Lodge@osd.pentagon.mil.  [POC: Freda Lodge, DSN 329-3856]

SIGNIFICANT and MILESTONE EVENTS
UPCOMING EVENTS (Tentative Dates)

	Date
	
	Event

	4 Nov 2002
	
	Scheduled deployment for DSAMS Release 6.08

	
	
	

	19 May 2003
	
	Scheduled deployment for DSAMS Release 6.09


NEAR TERM MEETINGS

	Date
	
	Topic
	
	Location

	             2 Jul 2002
	
	DSAMS Impromptu Training
	
	NSA, Ft. Meade, MD

	
	
	
	
	

	        8-12 Jul 
	
	CEMIS Acquisition Sub Team
	
	ISI, Arlington, VA

	      23-24 Jul
	
	"
	
	

	
	
	
	
	

	        9-11 Jul
	
	DSAMS 102 Training Class
	
	AMCOM, Huntsville, AL

	      15-18 Jul
	
	"
	
	AMCOM, Huntsville, AL

	        6-8 Aug
	
	"
	
	AFSAC, WPAFB, OH

	
	
	
	
	

	        9-11 Jul
	
	SATFA Site Visit for DSAMS
	
	Ft. Monroe, Hampton, VA

	
	
	
	
	

	        9-12 Jul
	
	CEMIS Order Team
	
	ISI, Arlington, VA

	      23-26 Jul
	
	"
	
	

	        6-9 Aug
	
	"
	
	

	    20-23 Aug
	
	"
	
	

	
	
	
	
	

	      15-18 Jul
	
	CEMIS Oversight Group
	
	ISI, Arlington, VA

	        6-9 Aug
	
	"
	
	

	    13-16 Aug
	
	"
	
	

	
	
	
	
	

	      17-18 Jul
	
	DSAMS Reports Working Group
	
	DSADC, Mechanicsburg, PA

	
	
	
	
	

	      22-24 Jul
	
	DSAMS Refresher Training
	
	DFAS-DE, Denver, CO

	
	
	
	
	

	      23-24 Jul
	
	CEMIS Finance Team
	
	ISI, Arlington, VA

	      30-31 Jul
	
	"
	
	

	   13-14 Aug
	
	"
	
	

	   27-28 Aug
	
	"
	
	

	
	
	
	
	

	      23-25 Jul
	
	AFSAT Site Visit for DSAMS
	
	Randolph AFB, San Antonio, TX

	
	
	
	
	

	29 Jul-2 Aug
	
	DSAMS 101 Training Class
	
	DSADC, Mechanicsburg, PA

	
	
	
	
	

	31 Jul-1 Aug
	
	CEMIS Systems Team
	
	ISI, Arlington, VA

	
	
	
	
	

	        6-8 Aug
	
	Training Standardization Working Group
	
	Skyline, Falls Church, VA

	
	
	
	
	

	    15-16 Aug
	
	International Customer User Group
	
	DFAS, Denver, CO

	
	
	
	
	

	    20-22 Aug
	
	NETSAFA Site Visit for DSAMS
	
	Pensacola, FL

	
	
	
	
	











