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C

urrent DSAMS Production Release (Release 6.07) - DSAMS Release 6.07 went into production on 13 May 2002.  It was comprised of 191 changes including bug fixes, Configuration Control Board (CCB)-approved enhancements and revisions made in support of policy/procedural changes directed by DSCA.  There was a glitch with one of those changes that affected the ability to post a status-changing milestone to many of the documents.  That problem, along with several other minor bugs, was corrected in an emergency release distributed on 23 May 2002.  For a complete description of all of the changes, please refer to the protected portion of the DSAMS web page.  Also, see the later article on DSAMS User Training Team Activity for additional information on Release 6.07. [POC: Shirley McDaniel, DSN 430-9094]

W

aiver Processing – As part of the DSAMS Release 6.07 upgrade, waivers were changed from “case” level to “version” level.  That is, before Release 6.07, if a waiver applied to a case, it applied to all versions (basic, amendments, modifications) of that case.  In order to support recent policy direction on CAS waivers, DSAMS needed to be able to identify if a waiver applied at version level.  Documents that were initialized after 10 May 2002 will correctly carry forward the country waiver information onto the Case Detail/Waiver tab.  However, documents that were initialized prior to Release 6.07, that are still in development, need to be reviewed.  If a waiver applies, then the following steps should be taken:  
 

1. Put the case detail into edit mode.
2. Under the Edit menu option, select Copy Country Waiver.
3. For any of the pricing that was done after 6.07 (May 10), you will need to re-price to ensure the proper costs are waived.  The quickest way to do this is from the Case Line List window.  Put the window in edit mode and then select Tools/Calculate Costs, after the Country Waiver was applied in step #2.  
4. If the pricing was done before 6.07, you do not need to do anything further unless you change pricing.
 

TPR 25722 has been entered to correct DSAMS to check for the case version where the line was added, and, if the waiver was applied to that version, to carry it forward in pricing.  Until that is completed, you will need to review documents initialized prior to Release 6.07 and take the steps identified above, if necessary.
 

If you do not have the Copy Country Waiver function on your edit menu, please contact your MILDEP POC.  This was a new function added with release 6.07, and it is your MILDEP POC who assigns that function to user security roles.  The DSAMS Help Desk cannot assist in providing you with that capability.
 

See the DSAMS On-Line Help for more information on the waiver changes.  Under Help Topics, Contents Tab, select What’s New, What’s in Release 6.07, Case Development and scroll down to Waivers (Part I).  [POC:  Shirley McDaniel, DSN 430-9094]  

D

SAMS User Hints – Notes.  How can you change a note in an Amendment or Modification?  First of all, the Amendment/ Modification Note list now shows all implemented notes and functionality is very similar to the Line List window.  Look at the Note Type in the Note List.  Note Type LI is a Line Item Note.  Line Item notes are free-form text entry and can be edited in the Amendment without changing the note number.  Case Unique Notes (Note Type CU) work the same way, but can be associated to more than one line.  Note Type CT is a “Customizable” Reference Note and can also be edited.  Note Type ST is a “Standard” Reference Note which can be replaced with a new version if the Implemented Version of the Note has been expired and replaced by the MILDEP note manager.  Note Type ST may have fill-in values, which can be updated in an Amendment or Modification.  But … what if you need to replace a Note Type with a different Note Type?  You must delete the old Note Type and add the new Note Type.  So if note 14 was a Case Unique note (CU) that needs to be replaced with a Standard Reference Note (ST), you would have to delete the CU note in the Amendment and add the new ST note.  The added note will have the next available Note Number – the old note number cannot be reused.  [POC:  Nels Berdahl, DSN 430-9041]

New Statistical Report - Payment Schedule Review Summary (RP144).  This report provides information on the number of Payment Schedule reviews scheduled and completed in the (user) specified time period for one or all Preparing Activities in an Implementing Agency.  The report contains a “drill down” capability so that you can see the list of cases that make up the summary data.  For more information on review of Payment Schedules, see the DSCA Policy Memo 01-22, Finance IPT Reinvention Policy Documents, dated 19 Sep 2001.  A copy can be obtained by visiting the DSCA website at http://www.dsca.osd.mil/publications.htm (scroll down to the Security Assistance Policy Updates section) or the Deskbook website at http://web1.deskbook.osd.mil/ (enter DSCA 01-22 in the search box and click on the Search Button).  [POC: Nels Berdahl, DSN 430-9041] 

T

raining Module (Releases 7 and 8) – Wow, what a busy month for the Training Module!  The month started with a site visit to SATFA on 7–8 May.  TM members covered topics which included: ATRRS interface (Army’s training quota system), high-level process flow of the Activity/Location redesign and a tutorial/demo of TMASL functionality.

Next, as a result of the recent decision to establish an interface between DSAMS and Air Force’s GAFS-L accounting system for the purpose of accounting for Air Force training cases, the GAFS-L tiger team was convened and members from DFAS, AFSAT, DSADC and DSCA met for two weeks in May (one week at DFAS Denver and one week at AFSAT San Antonio) to begin to quickly attack this issue in detail.  

Developers continue to work on requirements for interfaces (and conversion) between DSAMS, the SAN (including IMSO Web) and TMS.  We have conducted meetings and continue to refine the design based on user input from e-mails and conference calls.  Our collective interpretation of the high-level "Distribution of Functionality" among these three systems was provided to the TSWG via e-mail on 17 May.  Concurrence/feedback is due by 7 June.

In addition, the TM team is analyzing DSAMS for compliancy with the Chief Financial Officer’s (CFO) Act, which is mandated by DoD via its Financial Management Modernization Program (FMMP).   An initial report will be delivered in June outlining potential gaps in the application that may fall short of compliance, and then action will be taken to evaluate the impact of the gaps and to correct the DSAMS application as required.  

 

Bruce Flanders, who headed up DSADC’s TM Analysis/Design branch, retired this month.  Dan Reid has assumed Bruce’s duties, and Dan continues to lead the legacy data conversion effort for the TM.  

Next month, a site visit is planned to NETSAFA for 25-26 June.  During July, site visits to AFSAT and SATFA are planned and the next TSWG is scheduled to be held in August at Skyline.  [POCs: Pam Smith, DSN 329-4464 and Paul Porter, DSN 664-6578]

D

SAMS User Training Team Activity - The training team conducted a DSAMS 102 course in May for Electronic Systems Center (ESC) personnel at Hanscom AFB, MA.  The team also conducted a DSAMS 101 course at DSADC in the Version 6.07 environment.  The updated DSAMS 101 course materials, which illustrate the new Congressional Notification business rules of DSAMS, are posted on the DSAMS web site in the DSAMS 101 folder under the User Training hyperlink.

The training team also prepared two PowerPoint files that illustrate Version 6.07 changes.  These files are located in the V_607 folder in the User Training directory.  Site Focal Points are encouraged to download these files and distribute to appropriate personnel in their command.  [POC Nels Berdahl, DSN 430-9041] 

C

ase Execution Management Information System (CEMIS) – May was another busy month for the CEMIS Requirements teams.  CEMIS Requirements continue to be identified by the various CEMIS Teams at each of the meetings, and these requirements are added to the Operational Requirements Document (ORD) Spreadsheet working document.  

The first CEMIS Mid-Year Review meeting was held on Monday, 20 May.  CEMIS Team Leaders provided the attendees with updates on the progress made by their respective teams, and the issues that remain to be resolved in CY2002.  In view of the volume of work to be completed, the teams have accelerated their schedules through the end of CY2002.  In addition, Mr. Keith Webster, DSCA/P3 Director, spoke to the group on behalf of Lt Gen Walters.  Mr. Webster emphasized the fact that Lt Gen Walters remains committed and personally involved in the CEMIS requirements generation efforts; in fact, Lt Gen Walters hosts every other meeting of the CEMIS Tri-Directorate Group (TDG), which is comprised of representatives from the DSCA Policy (P3), Comptroller, and Information Technology (IT) Directorates. 

Mr. Tom Sippel, DSCA/CMO, briefed the attendees on the status of the Portal.  He also briefed on the CEMIS options that will be considered when the Analysis of Alternatives (AOA) is conducted by the Standard Systems Group (SSG) in CY2003.  Ms. Cathy Haddock, SSG-Gunter, briefed the attendees on how to identify requirements attributes that will facilitate the identification of Measures of Effectiveness (MOEs), Measures of Performance (MOPs) and MOP thresholds and objectives.  The next CEMIS Mid-Year Review is scheduled to occur on Monday, 16 September.

A CEMIS website will soon be up that will provide comprehensive and up-to-date information regarding CEMIS documentation, meeting minutes and the CY2002 schedule.  

A monthly electronic newsletter, the “CEMIS News,” provides information regarding topics covered by each of the functional Requirements teams, and it also provides a comprehensive schedule of team meetings, and CEMIS-related meetings, that are being held this calendar year.  If you are not already on distribution and would like to receive this electronic newsletter, please contact Ms. Freda Lodge, Director, CEMIS Requirements, at Freda.Lodge@osd.pentagon.mil.  [POC: Freda Lodge, DSN 329-3856]

I

nternational Customer User Group (ICUG) – BACKGROUND. The ICUG consists of international customer representatives from the MILDEP ILCOs and a non-voting liaison representative from the Foreign Procurement Group (FPG).  They represent the broad international user community, i.e., personnel from all countries at the ILCOs, embassies and in-country locations, including countries and organizations that are not core members of the ICUG.  Their primary responsibility is to receive and disseminate DSAMS and CEMIS-related information to customers and to provide a unified customer position on DSAMS and CEMIS issues and requirements. 

The ICUG held its eleventh formal meeting in Arlington, VA on 29-30 May.  The primary purpose of the meeting was to receive update briefings on DSAMS, CEMIS, the Security Cooperation Portal, Business Process Reengineering (BPR) and Security Cooperation Deputies Forum (SCDF) metrics from key DSCA representatives.  In addition, the ICUG members received an FPG presentation from the new FPG Chairperson, Dr. Jennifer Stewart of Canada. 

Mr. Kent Wiggins, DSAMS PMO & Deputy CIO, updated the ICUG members on several DSCA/IT and DSAMS-related initiatives, including the LOR via E-mail initiative; the proposed transmission of LOA data to customer systems via electronic means; the status and contents of future DSAMS maintenance releases that implement many of the policy changes and BPR initiatives; and the status of the DSAMS Training Module.  Mr. Wiggins mentioned that further DSAMS development and planned CEMIS development will have to be in compliance with the Financial Modernization Management Program (FMMP), an OSD (Comptroller) initiative to revamp the entire DoD financial architecture.  DSCA representatives from COMPT/FM and DSAMS PMO are coordinating these compliance issues.

Mr. Tom Sippel, DSCA Portal Users Group (PUG) Technical Team Leader, briefed the ICUG on the current status of the Security Cooperation Portal.  The Portal will provide users with a tri-service view of legacy system data, as an interim, short-term solution during CEMIS development.  The concept for the Portal was approved by Lt Gen Walters on 20 February.  DSCA and SSG Gunter are now proceeding with portal capability development.  User capabilities will be introduced in four phases, with the last increment of capabilities now scheduled to occur in April 2003.

Ms. Freda Lodge, DSCA/P3 CEMIS Requirements Officer, briefed the ICUG members on the CY2002 Requirements Generation Phase II efforts.  A CEMIS Mid-Year Review was held on 20 May.  At the end of CY2002, the next draft version of the CEMIS Operational Requirements Document (ORD) will provide the basis for an Analysis of Alternatives (AOA) and for proceeding with a CEMIS solicitation effort.  Ms. Lodge again encouraged the ICUG members to identify issues/topics that the ICUG would like to have incorporated into CEMIS requirements.  Ms. Lodge also mentioned that the 2002 DSCA Security Cooperation Conference will be held 16-17 October and a Portal briefing and demonstration will be given at the Conference.  

Mr. Glenn Lazarus, DSCA/P3, updated the ICUG members on DSCA’s BPR efforts.  Mr. Lazarus provided a list of the 13 “active” BPR initiatives that have been matched to DSCA core functions, and a list of the “archived” BPR initiatives.  The group agreed that the International Customer community, through its own business experiences, might be in a position to recommend BPR concepts for DSCA consideration.  

CAPT Oliver Wunder, FPG liaison representative from Germany, provided the ICUG members with a synopsis of recent FPG proceedings and the status of several DSCA initiatives.    

Mr. Fred Beauchamp, DSCA’s Chief of Strategic Planning, briefed the group on current SCDF metrics.  His presentation focused on the seven major areas currently reported to the SCDF.  Mr. Beauchamp mentioned that the FPG has received this same briefing, and the FPG provided him with a number of recommendations to improve the metrics.  Mr. Beauchamp indicated that DSCA is always looking for new metrics candidates that may contribute to the Agency’s annual “Performance Contract” with the Assistant Secretary of Defense.  LCOL Rabs, ICUG Chairperson, suggested that, when some metrics level off or exhibit maximization, other metrics should be identified to replace them.  

Dr. Jennifer Stewart, FPG Chairperson, gave an informal presentation on matters of mutual interest to the FPG and the ICUG.  Dr. Stewart pointed out that the two groups have been very successful in championing several concepts with DSCA.  She mentioned that the FPG had written a letter to Lt Gen Walters supporting the Portal concept.  Dr. Stewart said that the FPG is pleased that DSCA and senior DoD representatives are regular participants at FPG meetings, and that FPG representatives are frequently asked to participate in DSCA-sponsored forums.  The group agreed that the FPG and ICUG Chairpersons should continue to exploit opportunities to work together, and the two groups should consider holding a joint meeting.  

The ICUG conducted its thirteenth internal meeting during the two-day session.  The group reviewed the contents of the ICUG Action Item Status Report and the ICUG Action Item Summary Report.  Both reports assist the group with tracking specific action items and monitoring other topics that will have an impact on CEMIS requirements generation and system development.  

The next two formal ICUG meetings will be held: Thursday and Friday, 15-16 August at DFAS Denver, and Friday, 18 October (the day after the DSCA Security Cooperation Conference), at ISI’s Crystal Gateway One (Suite 507) Conference Room in Arlington, VA.  Anyone wishing to receive ICUG-related information should submit his or her name, title, phone number and e-mail address to either customer@dsadc.dsca.osd.mil or dsams@ispec.com.  [POC: Sharon Epstein, DSN 430-9091]        

SIGNIFICANT and MILESTONE EVENTS
UPCOMING EVENTS (Tentative Dates)

	Date
	
	Event

	4 Nov 2002
	
	Scheduled deployment for DSAMS Release 6.08

	
	
	

	19 May 2003
	
	Scheduled deployment for DSAMS Release 6.09


NEAR TERM MEETINGS

	Date
	
	Topic
	
	Location

	       3 Jun 2002
	
	CEMIS Oversight Group
	
	ISI, Arlington, VA

	11-14 Jun
	
	“
	
	

	     17 Jun
	
	“
	
	

	15-18 Jul
	
	“
	
	

	
	
	
	
	

	    4-5 Jun
	
	CEMIS Finance Team
	
	ISI, Arlington, VA

	18-19 Jun
	
	“
	
	

	23-24 Jul
	
	“
	
	

	30-31 Jul
	
	“
	
	

	
	
	
	
	

	    4-7 Jun 
	
	CEMIS Order Team
	
	ISI, Arlington, VA

	18-21 Jun 
	
	“
	
	

	  9-12 Jul
	
	“
	
	

	23-26 Jul
	
	“
	
	

	
	
	
	
	

	    4-6 Jun
	
	DSAMS 103 Training Class
	
	TACOM, Rock Island, IL

	
	
	
	
	

	    5-6 Jun
	
	CEMIS Systems Team
	
	ISI, Arlington, VA

	
	
	
	
	

	18-20 Jun
	
	DSAMS 102 Training Class
	
	OO-ALC, Ogden, UT

	18-20 Jun
	
	“
	
	CECOM, Ft. Monmouth, NJ

	  9-11 Jul
	
	“
	
	AMCOM, Huntsville, AL

	15-18 Jul
	
	“
	
	AMCOM, Huntsville, AL

	
	
	
	
	

	20-21 Jun
	
	CEMIS Corporate Information Team
	
	ISI, Arlington, VA

	
	
	
	
	

	25-27 Jun
	
	NETSAFA Site Visit
	
	Pensacola, FL

	
	
	
	
	

	26-27 Jun
	
	DSCA DSAMS Training
	
	Skyline, Falls Church, VA

	
	
	
	
	

	     27 Jun
	
	USASAC-NC DSAMS Training
	
	DSADC, Mechanicsburg, PA

	
	
	
	
	

	  8-12 Jul 
	
	CEMIS Acquisition Sub Team
	
	ISI, Arlington, VA

	
	
	
	
	

	  9-11 Jul
	
	SATFA Site Visit
	
	Ft. Monroe, Hampton, VA

	
	
	
	
	

	17-18 Jul
	
	DSAMS Reports Working Group
	
	DSADC, Mechanicsburg, PA

	
	
	
	
	

	23-25 Jul
	
	AFSAT Site Visit
	
	Randolph AFB, San Antonio, TX

	
	
	
	
	

	22-24 Jul
	
	DSAMS Refresher Training
	
	DFAS-DE, Denver, CO











