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C

urrent DSAMS Production Release (Release 6.10) – The application continues to run well, but continues in a brownout as we focus attention on deployment of the Training Module in October.  We will probably put out a very small maintenance release in May to correct a few anomalies.  

DSAMS fared well at the DSCA LOA Quality meeting.  Most of the issues dealt with the use of DSAMS as opposed to problems with the system.  We also met with DFAS in April to discuss dollar value rounding issues and interfacing of modifications and amendments and will be preparing some proposals for the CCB to review.  We are working with the policy folks on FMS Transformation initiatives and we are in the final stages of testing the interface to USXPORTS.  [POC: Chester Freedenthal, DSN 329-3745]

T

raining Module (Releases 7 and 8) –From 29 March through 16 April, representatives from the Training Field Activities, along with future users from Marine Corps, Coast Guard, DFAS, and DSCA, participated in up to two weeks of User Acceptance Testing (UAT) at DSADC, followed by continued testing from their home sites for up to two weeks.  The users were informed in advance of the areas of the system that were not yet complete enough in order to fully test (e.g., portions of Air Force’s financial processing).  Concurrently, representatives from selected SAOs were at DISAM testing the DSAMS-compatible version of their Training Management System (TMS). 

The Army contingent (SATFA, SATMO and DFAS-DE): 17 people at DSADC for up to 8 days, equating to 90 workdays.

The Navy contingent (including NETSAFA, USMC, USCG):  13 people at DSADC for up to 4 days, equating to 46 workdays.

The Air Force contingent (AFSAT): 7 people at DSADC for up to 9 days (including Saturday), equating to 57 workdays.

As this was the first opportunity for users to perform extensive hands-on testing of a very large amount of software, the goal was to uncover the inevitable problems as quickly as possible.  Numerous personnel from IBM, Anteon, DSADC, and the PMO provided direct on-site assistance throughout the test period.  Various problems involving batch programs, interfaces, memory overflow errors, partition crashes, etc. hampered testing in the early part of the period, but the situation improved over time.  Legacy data conversion is always one of the most challenging areas in any major system development initiative, and a significant effort by both developers and users continues in this critical area.  Integration Testing in June is expected to reflect improvements in all areas of the system, including correction of many of the bugs in the application, an increased number of reports, smoother batch program and interface processing, and increasingly complete and accurate data that was converted from the legacy systems.   

The tables below show the status (as of 29 April) of all events submitted by users during the UAT period, even those that were subsequently cancelled because they were duplicates, were a user training issue, etc.  Of the 519 total events submitted, 141 were cancelled, so the total adjusted to remove the cancelled events is 378. 

The vast majority (360 of the 378 events) are either (1) Test Problem Reports, i.e., where the system is clearly not performing according to the specification (e.g., a bug), or (2) Change Requests, i.e., where the user’s requirement may not have been complete or specific enough (often because of the natural tendency to think in terms of the legacy process or system) or where the developer may not have interpreted the requirement in exactly the way the user requested.  TPRs automatically proceed into the development cycle for correction, and the Change Requests are further delineated by their criticality, using the following methodology.  

An S1 is a true necessity (a “showstopper”) that the system cannot be deployed unless it is incorporated and for which no reasonable workaround exists.  An S2 is an important change that is not absolutely critical at the time of deployment (e.g., because a reasonable workaround exists for a short duration) but which should be incorporated as soon as possible after deployment.  An N is a change that the user indicated is needed but for which there is no urgent time or mission criticality (all N changes will be prioritized and addressed through the Configuration Control Board process).

Total Events Submitted During UAT Period = 378 (not including cancelled events)

	Test Problem Reports (TPRs) – 223 Total

	69
	Completed

	94
	In progress

	58
	Pending assignment

	1
	Pending cancellation

	1
	On-going system monitoring


	Change Requests – 137 Total

	48
	
	S1s

	
	3
	Completed

	
	25
	In progress

	
	18
	Pending assignment

	
	2
	Pending cancellation

	46
	
	S2s

	
	3
	In progress

	
	43
	Pending

	33
	
	Ns

	
	3
	In progress

	
	1
	Pending

	
	29
	Deferred

	10
	
	No S1/S2/N rating given

	
	2
	In progress

	
	8
	Pending


The remaining 18 events are in a variety of categories, including 2 involving reference data, 5 new enhancements, 6 issues not directly related to the software itself, 3 that are under review to determine if they are TPRs or change requests, and 2 questions that were submitted as events.  

The emphasis at the current time is on the TPRs and the S1 changes because the analysts/coders/testers must work on these now in order to deploy in October 2004.  The next priority will be the S2 changes which have not been evaluated in any great detail at the current time due to the S1 focus.  After TM is deployed in October 2004, three additional releases are targeted for 2005: Feb (9.01), Aug (9.02) and Dec (9.03).  Ideally, all the S2s would be incorporated in the 9.01 release in Feb 2005, but that is directly dependent on resource availability and complexity of the changes, neither of which can be projected with great precision at the present time.  Thus, a further prioritization of the S2s will occur to ensure the most important get worked on first should some of the effort need to extend to the second post-deployment release (9.02).  

This S1/S2/N technique will continue to be used during Integration Testing and Final Integration Testing.  As such, the process is highly dynamic where TPRs and S1 changes are constantly being identified and incorporated during various testing cycles.  For example, some S1 changes identified at a MILDEP demo have already been incorporated, some new ones surfaced during UAT and have since been incorporated, and some new ones surfaced during UAT and will be incorporated prior to Integration Testing.  Even some of the S2 changes have already been incorporated, not because they are of a higher priority, but because a particular window or program was already being opened up for an S1 change and the additional S2 time was trivial.  

The DSAMS Senior Steering Group (SSG) met at DSCA on 8 April to address issues raised at the 11 March Security Cooperation Deputies Forum.  Given that the Training Module must be deployed at the beginning of a fiscal year, October 2004 is the first opportunity to do so (and thus October 2005 is the next alternative), so this forces a situation of carefully isolating the most critical requirements that must be done for deployment from those that could wait until after deployment.  DSCA did indicate that there is no intention to take extreme actions that would significantly damage the business, but there should be a sense of urgency on the part of all parties by taking a Security Assistance community perspective in driving together towards an October 2004 deployment.  

Prior to the SSG meeting, a significant new issue involving Air Force’s GAFS accounting arose which would have necessitated SSG involvement, since there would have been insufficient time to make the necessary changes and properly test in time for an October 2004 deployment.  An agreement was reached among DSCA, SAF/IA and DFAS-DE just prior to the SSG meeting to incorporate part of the new requirement in time for deployment and to incorporate the remainder as soon as possible after deployment.  DSCA agreed to give the post-deployment portion a high priority once the requirements are fully defined by the Air Force and DFAS-DE.

The current part of the development process timeline is where bugs and other problems are expected to be found, and it is also where the problems are addressed promptly and most are fixed very quickly.  The possibility always exists of encountering a defect or issue so difficult to fix, and so catastrophic to the business, that insufficient time is left to both fix it and adequately test it for an Oct 2004 deployment.  However, such a defect or issue has not yet arisen and reaching a successful Oct 2004 deployment, though tight, appears feasible at the current time.

In other related news, the Security Assistance Training Automation Council met on 20-22 April at CENTCOM.  The Council addressed a variety of issues, including the phased implementation of SAOs using the new version of TMS and new Counter Terrorism Fellowship Program (CTFP) requirements to separate training by source of funding.  The council also agreed on a methodology for student tracking involving living allowance for training that crosses fiscal years.

Integration Testing will be conducted at DSADC from 21 June through 2 July, and Final Integration Testing is scheduled 16 – 20 August.

The countdown continues!  Deployment is targeted for 178 days from now.  [POCs: Pam Smith, DSN 329-4464 and Paul Porter, DSN 664-6578]

D

SAMS User Training Team Activity - In April, training team members provided assistance to DSCA and MILDEP users participating in User Acceptance Testing at DSADC and also on site at (1) Pensacola for NETSAFA users, (2) Ft. Monroe for SATFA personnel and (3) San Antonio for AFSAT's test team.  In May we will continue to assist MILDEP users who are testing functionality and begin construction of training materials in support of June's Integration Testing.  [POC: Nels Berdahl, DSN 430-9041]

S

ecurity Cooperation Information Portal (SCIP) – SCIP development continues, and currently more than 1,100 international and domestic users have registered for access.  In the last edition of the Dialogue, we highlighted the new features made available in the February 2004 release.  Since then, we’ve spent considerable time working on new capabilities to be added in the future, and have had several tri-service meetings/phone conferences to discuss the potential consolidation of features among the various Security Cooperation web sites.  Some of the changes in process: 

· End Use Monitoring (EUM).  The development of the SCIP EUM application continues, with regular monthly meetings being held between DSCA representatives and the Lockheed Martin development staff, the most recent on 14 April at the Lockheed facility in Manassas, VA.  As previously mentioned, the EUM application will provide the SAOs, Combatant Commands and International Customers with a web-based capability to plan, inventory, and monitor specific items (e.g. Stinger Missiles) transferred/sold to International Customers, which remain candidates for continual reporting under Section 40A of the Arms Export Control Act (AECA).  Lockheed provided a demonstration of the actual screens developed to date, and briefed a series of reports, which will provide information on material acquired through FMS programs, Grant Assistance Programs (GAP), and Cooperative Production Programs (COP).  The standard reports feature, as well as an ad hoc reporting capability, will allow the EUM application user to generate a variety of reports, sorted by Country, Combatant Command, or Defense Article.  The EUM application will be the first application to appear in the “SAO Toolbox” community.

· DoD Common Access Card (CAC).  In an effort to promote more secure “two-factor” user authentication (i.e., something you know [your PIN] and something you physically possess [your CAC]), the DoD has mandated that all DoD users will use a CAC for authentication to automated systems.  The SCIP software has now been successfully tested, and will be fielded incrementally to CAC-registered users over the course of the next few months.  In the future, SCIP will require DoD users to present their CAC for entry.  However, due to implementation delays throughout the DoD, SCIP will continue to allow DoD users to enter with proper UserID/Password credentials, until CAC usage is widespread.  International Customers and their agents (e.g., freight forwarders) will continue to use the “tokens” (i.e., electronic SecurID cards where the tokencode changes every 60 seconds) that has been provided to them, and they will not be affected by the CAC implementation.

· Proxy.  In response to difficulties encountered accessing .mil systems by some of our overseas SAOs, SCIP will be acting as a .mil “proxy” for those users, allowing them to access a precisely defined list of .mil web sites through the SCIP.  The list of “allowable” URLs (i.e., web sites) has now been obtained, and implementation is pending discussions with DECC Columbus.

· Lease Data.  DSCA provided Lockheed Martin with all data selection and data mapping criteria for new formatted and ad hoc Lease reports, using Lease information from DSAMS, in SCIP.  This application will be built shortly after the EUM application is delivered in early summer. 

Other items of interest to SCIP users:

· SCIP Contractor Support.  DSCA exercised the second option period of the SCIP contract, which provides continued development support from Lockheed Martin and Plumtree through 31 March 2005.

· Web Site Consolidation.  The latest meeting of a tri-service Web consolidation team took place on 30 March - 01 April at DSADC.  This team is developing the short- and long-range business and technical plans to bring all Security Cooperation web sites (e.g., Navy eBusiness, AFSAC Online, etc.) under the SCIP, in order to promote single sign-on, to promote centralized user authentication and to reduce costs by eliminating redundant functionality and/or operating sites.  This session was primarily dedicated to profiling and comparing the attributes, software, development languages, operating systems, database management systems, hardware environments, etc. of the existing systems, and to making recommendations for future standardization.  The team is also addressing the use of a common “user authentication record” (Lightweight Directory Access Protocol, or LDAP) which will be employed by all programs to determine the permissions available to a particular user.  This will allow us to register users once, but provide access to multiple systems and/or capabilities.

For additional information on SCIP, or to obtain the most recent SCIP registration forms, please contact Sciphelp@dsadc.dsca.mil.  [POC: Tom Sippel, DSN 430-9295] 

C

ase Execution Management Information System (CEMIS) – The DSCA Tri-Directorate Group (TDG), comprised of representatives from the DSCA Business Operations, Policy, Plans, and Programs, and Information Technology Directorates, continues to develop and refine the strategy for acquiring CEMIS.  

In late 2003, the “Analysis of Alternatives” (AOA) study, which projected costs, risks and timelines for developing the new system employing different methods (e.g., COTS, Complete Rewrite, Best-of-Breed, etc.), was completed.  At that time, it was decided that a “Re-host and Modernize” approach would be taken to replace the existing MILDEP case execution systems – CISIL, MISIL, SAMIS, and CMCS. 

In the “Re-host” phase, the existing software code, written in older languages (such as COBOL, Natural, or Focus) will be converted to newer languages (such as C++ or Java) and modified to run on a modern relational database.  This type of code conversion can be done in a semi-automated manner, thereby reducing the labor investment and maintenance costs below the cost of performing one of the other alternatives, while simultaneously minimizing risks associated with the conversion effort.  Although “semi-automated”, any conversion of our data/ systems will require a future dedicated effort by both functional and technical members of the Security Cooperation community to define similar business processes and common data structures.  The “Modernization” phase, where the bulk of the Operational Requirements Document (ORD) enhancements suggested by the CEMIS working groups will be incorporated into CEMIS, will begin once the Re-host phase is completed.  

Recent briefings to Lt Gen Walters, DSCA Director and the CEMIS Milestone Decision Authority (MDA), have revolved around the minimization of the technical risk with this approach, various cost and affordability issues and a proposed acquisition timeline.  [POC: Tom Sippel, DSN 430-9295] 

D

efense Logistics Management Standards (DLMS) Supply Process Review Committee (SPRC) – The most recent SPRC meeting was held at DLA Headquarters, Ft. Belvoir, VA on 20-22 April.  Representatives from DSCA attended on behalf of the Security Assistance community.  The following informational briefings, which may be of interest to the Security Assistance community, were among the topics discussed:

· Mr. Dale Yeakel, DLMSO, provided a DLMS Migration update.  He reiterated the fact that the 22 Dec 03 OSD (AT&L) Policy Memo (eliminating the use of MILS transactions and mandating the use of DLMS transactions) has no directive authority over Security Assistance customers.  Translation services will have to be continued indefinitely for them, but, until they migrate, they will be excluded from new processes.  Mr. Yeakel also stated that, while DSCA submitted a final migration plan prior to the 16 April due date, not all Services met the deadline.  

· Ms. Kathy Smith, Office of the Assistant Deputy Under Secretary of Defense (Supply Chain Integration) provided an update on the DoD Radio Frequency Identification (RFID) Policy.  

· Mr. William Oldaker, Headquarters Army, provided a briefing on the Army Logistics Strategy for Migration to Joint Interoperability. 

· Ms. Mary Jane Johnson, DLMSO, provided information about the OSD SAP Requirements Task Force which was formed to ensure the various DoD ERPs are compatible with each other and consistent with DLMS requirements.

The date for the next SPRC meeting has not yet been determined.  DSCA representatives will continue to maintain a presence on this committee for the SA community.  [POC: Sharon Epstein, DSN 430-9091]

SIGNIFICANT and MILESTONE EVENTS
UPCOMING EVENTS 

	Date
	
	Event

	
	
	

	21 Jun-2 Jul
	
	DSAMS TM Integration Testing, at DSADC

	
	
	

	5-26 Jul
	
	Continuation of TM Integration Testing, on-site at various user locations

	
	
	

	16-20 Aug
	
	DSAMS TM Final Integration Testing, at DSADC

	
	
	

	23-27 Aug
	
	Continuation of TM Final Integration Testing, on-site at various user locations

	
	
	 


NEAR TERM MEETINGS

	Date
	
	Topic
	
	Location

	
	
	
	
	

	2-3 Jun
	
	International Customer User Group (ICUG)
	
	Anteon Corporation, 

	
	
	  Formal and Internal Meetings
	
	  Arlington, VA
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