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N
ew DSAMS Production Release (Release 6.07) - On 13 May 2002, DSAMS will migrate from the current Release 6.06 to new Release 6.07.  6.07 is a large release, and a complete list of all included changes will be forwarded to DSAMS users separately in the DSAMS Release 6.07 Change Summary as in the past.  The following highlights some of the changes.  

Password Changes. The format for the DSAMS password will change effective with Release 6.07.  The Change Summary explains the specifics.  
Congressional Notifications.  Improvements in the special processing required for documents subject to 36(b) Congressional Notification have been made, including a feature to prevent users from entering inappropriate information.  The Change Summary explains the special processing in more detail. 
Drill Through Capability for Reports.  Release 6.07 introduces a new Drill Through capability for some of the Impromptu reports.  This feature allows the end user to navigate through a set of associated reports without being required to exit the current report, fill out prompts and run that report.  The end user can now double click on a highlighted value in a report and drill through on that field to display another associated report.  

For example, a statistical report displays all documents processed within a certain timeframe.  An end user may want to see only those documents processed by a certain preparing activity and may now drill through to an associated report, which will list only those documents processed by that preparing activity.  

Another example is a report that contains all active cases that are in “Development.”  In this example, the end user may want to see all the lines/sublines associated to a particular case.  The user can accomplish this simply by double clicking on the associated lines/sublines.  In addition, from that same report, the user can also drill through to another associated report that would list all the milestones for the case that was selected.   

Here’s a specific example with the Recipient Activity Review Pending Task Report (RP45).  There will be two shaded fields that are identified as the Drill Through columns.   Double clicking on the “Nbr” field will display the Case Milestone List report.  Double clicking on the “Workflow Task ID” field will display the Workflow Task Report.

This Drill Through capability will enhance the reporting requirements by enabling the end-user to navigate from a parent report to one or more associated child reports.  Though it is only available to a limited number of existing reports, the feature will be incorporated into all new reports as needed.  

Changing an Amendment to a Modification. If you need to change an amendment to a modification but the amendment has already been reported to the DSCA 1200 System, additional steps are now required.  If an S1SENT Milestone exists for the amendment, you will receive an error message when trying to process the change, notifying you that the Amendment should be cancelled as it has already been reported to the DSCA 1200 System.  After cancellation, the document can then be reactivated, which will return the document to development status, and the document can then be changed to a modification.   

Closing a Lease in DSAMS.  For those authorized users, the capability has been provided to close a lease in DSAMS.  Please see the Change Summary for more details on how to accomplish this action.

Reference Menu Structure Looks Different.  The Training Module will be adding several new Reference Windows to DSAMS.  This made the reference menu structure too large to fit on the screen in one long list.  To display all menu options on the screen, another level of the reference menu structure had to be added.  Now, under the reference menu list Management Flag, MASL, Note, and Pricing have been added.  All existing reference menu options in these categories were moved under these general topics.  Even though the Training Module Reference Windows are not yet in DSAMS, these menu structure changes have been made in Release 6.07.

[POCs: Vicki Wolf, DSN 430-9250 and Shirley McDaniel, DSN 430-9094]

D

SAMS User Hints – Model Cases.  If you are utilizing the workflow task list filter to obtain planning or model cases, do not enter the Country Code.  Doing so will return a blank workflow task list.  This occurs because Model cases do not truly have a Country Code, even if it appears that they do.  [POC: Vicki Wolf, DSN 430-9250]

Change to a Previously Offered Document.  Need to alter a document that has previously been Offered to the Customer?  If the document was never Accepted, you can return the case version to Development status by opening the case version’s Case Detail Window and selecting Tools / Restate Case.  Once the case version is back in Development status, you can Task or change it as needed and resubmit it through your normal coordination channels. 

RP01 or RP05? RP01 is the Response Document in DSAMS and the Response Document cannot be run against the Implemented (“I”) version of the case.   The “I” version is never sent to the customer as a “document”.  If you want to see case line and note information for the current implemented version, select RP05 – Current Implemented Case Report.  The report format is similar to the response document (e.g., LOA), with the addition of information regarding the last case version that affected each line, payment schedule or note.

Amendments. You are working diligently to get your Amendment out the door, but when reviewing the response document you notice that the basic case acceptance date is missing from page 1.  Why and what can you do about it?  The Offer Accepted Date on an Amendment looks back at the basic case version Milestone List for an OFFERACC milestone after the last DSTATUS milestone.  So, step one is to open the Milestone List for the basic case version.  If the OFFERACC milestone is missing (sometimes encountered for case versions converted into DSAMS from legacy systems), send a data correction TPR to the DSAMS Help Desk and request DSADC personnel enter the OFFERACC milestone on the basic case version (specify the actual date that should be used).  Several hundred documents that were missing the basic OFFERACC milestone were corrected (backfit) during April, so the problem shouldn’t occur anymore on converted case versions.  

Verifying Citrix Connections. It’s difficult to diagnose if connectivity problems are local or are occurring on the Citrix server at OKC.   You can verify your network is capable of reaching the DSAMS Citrix domain at OKC by: 
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At a DOS prompt, enter telnet wileycoyote.okc. disa.mil 1494.  A TELNET window should open and you should see a repeating pattern:
 ICA|||ICA|||
Close the window.

2. At a DOS prompt enter telnet wileycoyote.okc.disa.mil 5065.  A TELNET window should open and you will need to press <ENTER>
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You should get a message that contains the words: 

"Citrix Web PN Server".
Close the window.

 
If either of these commands did not produce the correct results, then your local network/firewall is not properly configured.  [POC: Nels Berdahl, DSN 430-9041] 

M

anagement Flags and E-mail addresses – Spring Cleaning.   If you think you should be receiving Management Flags, but aren’t – it’s time to check your personnel record in DSAMS.  Most users can access their DSAMS personnel record by selecting Subject/Open/Reference/Personnel.   Enter your last name and open your personnel record.  If the e-mail address entry in your DSAMS personnel record is incorrect or missing, you will not receive DSAMS Management Flags (which are sent via e-mail).  As phone numbers and e-mail addresses tend to change from time to time, do your “spring cleaning” and check these entries for your User ID.   You cannot update your own record, so if the information needs to be updated, contact your DSAMS focal point/coordinator.  [POC: Nels Berdahl, DSN 430-9041]
T

raining Module (Releases 7 and 8) –

The Training Standardization Working Group (TSWG) meeting, held 8–11 April, addressed Location Codes, Program Types, Team Pricing, conversion, Progress Messages, Notifications, Cross-Service Functionality, and reports.  A schedule of proposed TSWG and Site Visit meetings was discussed and agreement was obtained.  Ken Matejka (one of the DSAMS trainers from ISI) provided an overview of Workflow tasks for the TSWG and Mike Davis (from the auditing side of Pricewaterhouse- Coopers) reviewed the DSAMS CFO Act Compliance Gap Analysis briefing.

Members of the TM team will perform a site visit to SATFA on 7–9 May.  Topics to be covered include: completing details on the ATRRS interface, high-level process flow of the Activity/ Location redesign and a tutorial/demo of TMASL functionality.

The next scheduled TSWG is 11–13 June at Skyline.  

After significant discussion and analysis with DSCA, DSADC, DFAS-DE, AFSAT and Northrop Grumman Information Technology (NGIT), the Air Force reached a decision this month to transition the USAF’s foreign military training accounting from the current Security Assistance-unique TFS system to the USAF’s GAFS-L system, which is the standard USAF accounting system.  The Air Force is cognizant that this decision will impact the current DSAMS TM implementation cost and schedule, but the long-term benefits outweigh the short-term impacts.  A tiger team will be convened in the very near future to begin to assess the detailed impacts on DSAMS and other systems. 

Bruce Flanders, who heads up the Training Module Analysis/Design at DSADC and who was the only person capitalized from the MILDEP Training community to DSADC, will retire by June 2002.  He wishes to pass on his personal thanks and best wishes for future success to those in DSCA, DSADC and the TSWG that he has worked with for the last several event-filled years.  To the members of the TSWG, he wishes to salute the patience, persistence and professionalism they have demonstrated in the very difficult process of analyzing and designing a Training application that meets the requirements of the Services and DSCA.  [POCs: Paul Porter, DSN 664-6578, and Pam Smith, DSN 329-4464]

C

ase Execution Management Information System (CEMIS) – During the past month, the Oversight Group and each of the functional teams met frequently to focus on defining, in further detail, the initial Requirements identified in the first version of the Operational Requirements Document (ORD).  The Systems Team, which will address Information Technology (IT), universal and specific systems requirements, and systems interface issues, was also established.  

CEMIS Requirements continue to be identified by the MILDEP subject matter experts at each of the meetings, and these requirements are added to the ORD Spreadsheet working document.  Between team meetings, these new requirements are assigned a unique ORD-ID element number and these requirements are then added to the master Dynamic Object Oriented Requirements System (DOORS) ORD document.  The master CEMIS DOORS ORD document is being maintained by the CEMIS Acquisition Agent – the Standard Systems Group (SSG) at Maxwell Air Force Base – Gunter Annex.

The Oversight Group continued to focus its attention on integrating the requirements, identifying any gaps in the ORD and assisting the functional teams by addressing questions and resolving inter-team issues.  To date, thirteen CEMIS Referral documents (which identify inter-team topics that require resolution) have been generated by the respective teams.  An Acquisition SubTeam has been established to supplement the work that is being performed by the Order Processing Team.  To assist the Order Processing Team with its extensive workload, several other Order Processing-related functions (e.g., EDA, Drawdowns) may also be looked at by separate groups or individuals.  The Finance Team continued to “brainstorm” a number of topics, in an effort to better identify process flows before they are documented in the DOORS ORD spreadsheet. The Corporate Information Team developed both a matrix and a “CEMIS Corporate Information Prism” that will assist the Team with identifying the information and reporting requirements needed at various levels within the Security Cooperation infrastructure.

CEMIS Requirements Generation Teams received a combined briefing on the status of the Portal Concept, and the Corporate Information Team received demonstrations of the Navy’s Case Execution Performance Tool (CEPT) and the DSCA/P3 (Programming)-sponsored “Seicorp Viewer” system (which portrays Security Cooperation data at the executive level).  Similar briefings and demonstrations will be scheduled to review functionality that may need to be included in CEMIS, and to help ensure that all Security Cooperation systems are not duplicative.  

A monthly electronic newsletter, the “CEMIS News,” provides information regarding topics covered by each of the functional teams, and it also provides a comprehensive schedule of team meetings, and CEMIS-related meetings, that are being held this calendar year.   If you are not already on distribution and would like to receive this electronic newsletter, please contact Ms. Freda Lodge, Director, CEMIS Requirements, at Freda.Lodge@ osd.pentagon.mil.  [POC: Freda Lodge, DSN 329-3856]

D

efense Logistics Management Standards (DLMS) Supply Process Review Committee (SPRC) – The most recent  SPRC meeting was held at DLA Headquarters, Ft. Belvoir, VA on 23-25 April and representatives from DSCA attended on behalf of the Security Assistance community.  The following issues, which may have an impact on Security Assistance business, were among the topics discussed:

New Routing Identifier Code “SMS” for DLA.  The first phase, or the concept demo stage, of DLA’s new Business Systems Modernization (BSM) is scheduled for implementation on 1 July 2002.  Approximately 150,000 active items, and related inactive items, will be in the concept demo.  A new Routing Identifier Code (RIC), “SMS”, has been assigned for use by the new ICP System.  Originally, DLA planned to generate the new Source of Supply (SOS) information via the catalog information dissemination process, which is the normal business process for such actions.  However, the Services recently indicated that they would not be able to accept the new information at this time.  Thus, only the Distribution Standard System (DSS), the Standard Automated Materiel Management System (SAMMS) and the Defense Automated Addressing System Center (DAASC) will be updated with the new RIC for the concept demo items. 

The Security Assistance systems (CISIL, MISIL and SAMIS) will continue to use the “S9_” RIC to establish requisitions for all DLA items and to forward them to the DAASC.  DAASC will re-route all requisitions for the concept demo NSNs to RIC “SMS”, and send an AE9 transaction with “BM” status to the originating system.  This is the normal status that DAASC sends when they change the customer’s TO-RIC and route the requisition elsewhere.  Subsequent status on these requisitions will contain FROM-RIC “SMS”. 

DLA is in process of identifying whether FMS customers are being supported by the concept demo NSNs.  They will notify the ILCOs how to handle questions they may have on these items.  

Force/Activity Designator (FAD) I Validations.  No Security Assistance customer is currently authorized to use FAD I.  Therefore, all Security Assistance requisitions containing a Priority in FAD I are automatically downgraded by the DAASC.  Between 1 December 2001 and 31 March 2002, 83 Security Assistance requisitions were downgraded.     

Proposed MILSTRIP Change (PMC) 40, Processing Cooperative Logistics Supply Support Arrangement (CLSSA). This change, which would have restricted Not Mission Capable Supply (NMCS) and expedited transportation coding to CLSSA requisitions only, will now be withdrawn.  The wording in the current MILSTRIP Manual will be clarified to ensure that appropriate coding is permitted on Security Assistance requisitions.     

The next SPRC meeting will be held on 10-12 September.  DSCA representatives will continue to maintain a presence on this committee for the Security Assistance community.  [POC: Sharon Epstein, DSN 430-9091]

SIGNIFICANT and MILESTONE EVENTS
UPCOMING EVENTS (Tentative Dates)

	Date
	
	Event

	13 May 2002
	
	Scheduled deployment for DSAMS Release 6.07

	
	
	

	Nov 2002
	
	Scheduled deployment for DSAMS Release 6.08

	
	
	

	May 2003
	
	Scheduled deployment for DSAMS Release 6.09

	
	
	


NEAR TERM MEETINGS

	Date
	
	Topic
	
	Location

	    6-7 May 2002
	
	CEMIS Oversight Group
	
	ISI, Arlington, VA

	20-21 May 
	
	“
	
	

	    3-4 Jun 
	
	“
	
	

	17-18 Jun 
	
	“
	
	

	
	
	
	
	

	    7-9 May 
	
	DSAMS 102 Training Class for AF – ESC
	
	Hanscom AFB, MA

	
	
	
	
	

	    7-9 May 
	
	SATFA Site Visit
	
	Ft. Monroe, VA

	
	
	
	
	

	  7-10 May 
	
	CEMIS Order Team
	
	ISI, Arlington, VA

	21-23 May 
	
	“
	
	

	    4-7 Jun 
	
	“
	
	

	18-21 Jun 
	
	“
	
	

	
	
	
	
	

	16-17 May 
	
	CEMIS Corporate Information Team
	
	ISI, Arlington, VA

	20-21 Jun 
	
	“
	
	

	
	
	
	
	

	20-24 May
	
	DSAMS 101 Training Class
	
	DSADC, Mechanicsburg, PA

	
	
	
	
	

	21–24 May
	
	AFSAT Site Visit
	
	San Antonio, TX

	
	
	
	
	

	22-23 May
	
	CEMIS Acquisition SubTeam
	
	ISI, Arlington, VA

	
	
	
	
	

	29-30 May
	
	International Customer User Group (ICUG)
	
	ISI, Arlington, VA

	
	
	
	
	

	    4-6 Jun
	
	DSAMS 103 Training Class
	
	TACOM-RI, IL

	
	
	
	
	

	    4-5 Jun
	
	CEMIS Finance Team
	
	ISI, Arlington, VA

	18-19 Jun
	
	“
	
	

	
	
	
	
	

	11-13 Jun
	
	Training Standardization Working Group
	
	Skyline, Falls Church, VA

	
	
	
	
	

	18-20 Jun
	
	DSAMS 102
	
	OO-ALC, UT

	
	
	
	
	

	25-27 Jun
	
	 NETSAFA Site Visit
	
	Pensacola, FL

	  











