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C

urrent DSAMS Production Release (Release 6.10) – The application continues to run well with very little turbulence.  The production system is essentially in a brownout now as we focus attention on deployment of the Training Module in October.  
A meeting among the MILDEPs and DSCA HQ was held at DSADC during the week of 22 March to review what changes the TM deployment release will have on the existing Case Development Module (CDM) screens and to provide the opportunity to work with the existing functionality in the new environment.  The meeting went very well with just a few minor anomalies discovered.  

Over the next few months we will be working on some FMS Transformation initiatives and completing the interface to USXPORTS.  We will also be meeting with DFAS in April to look at the interface for modifications and amendments.  [POC: Chester Freedenthal, DSN 329-3745]

T

raining Module (Releases 7 and 8) – The majority of this month has been spent working on resolving issues, refining legacy conversion data, and completing as many S1 (critical changes needed for deployment) category events as possible for User Acceptance Testing (UAT) which began on 29 March.  Also, in preparation for UAT, the user training team spent two weeks providing on-site training to each MILDEP.  

As UAT kicks off, we have about 38 representatives from the MILDEP Training Field Activities, Marine Corps, Coast Guard, DFAS, and DSCA participating at DSADC, as well as DISAM and some SAOs testing the SAN/TMS/IMSO Web aspects at WPAFB.  Testing will run approximately two weeks at DSADC and then will continue for an additional two weeks at each of the MILDEP sites.  As a reminder, this is the first round of formal acceptance testing of the majority (~90%) of the application, but it does not constitute final acceptance since some elements of the system, primarily in the financial processing area, are still under development or refinement.  The next round of formal acceptance testing is called Integration Testing, which will commence in June.
As UAT has just started at this writing, any comprehensive status report would be premature, but the results will be included in next month’s issue. Numerous PMO/DSADC/IBM/Anteon personnel are providing hands-on assistance to the testers in understanding and using the system, and in submitting Test Problem Reports (TPRs) when needed.  Wrap-up meetings are held at the end of each day among PMO/DSADC/IBM personnel to perform a preliminary review of the day’s catch of TPRs, and the results are provided to the testers the next morning.  

Deployment is targeted for 209 days from now. [POCs: Pam Smith, DSN 329-4464 and Paul Porter, DSN 664-6578]

D

SAMS User Training Team Activity - In March, training team members participated in PMO testing of Release 8.03+ and prepared briefing materials for the MILDEPs in support of the March/ April User Acceptance Testing.  Training was conducted at Skyline for Marine Corps and Coast Guard personnel, Pensacola for NETSAFA users, Ft. Monroe for SATFA personnel and in San Antonio for AFSAT's test team.  In April, the training team will support User Acceptance Testing at DSADC for two weeks and on site for two weeks.  [POC: Nels Berdahl, DSN 430-9041]

U
nique Identification (UID/Defense Logistics Management Standards (DLMS) Workshop - On 9-10 March, the Defense Logistics Management Standards Office (DLMSO) hosted a workshop to evaluate the impact resulting from the Office of Secretary of Defense (OSD) memorandum of 22 December 2003, subject:  Migration to the Defense Logistics Management Standards (DLMS) and Elimination of the Military Standard Systems (MILS).   The mandated use of Unique Identification (UID) starting 1 January 2004 was also a key topic of the workshop.  More than 300 people attended, representing the MILDEPs, a variety of DoD agencies (including DSCA), contractors, and the international community.  FMS participants included DSCA (P3 and IT), NAVICP-P, USASAC-NC, and two Foreign Liaison Officers (UK and Israel) from AFSAC.  

The workshop started out with a general session on UID and the UID registry, DLMS, Wide Area Work Flow, and Automatic Identification Technology (which includes Radio Frequency Identification).  It then broke out into two working groups for 1) Migration from MILS to DLMS, and 2) UID of Tangible Items.

During the MILS/DLMS track, each agency briefed its “migration plan”, expounding on the numerous benefits of moving to DLMS, to include the many advantages that UID will provide.  However, with very few exceptions, each briefer also stipulated that the forced migration by 1 January 2005 causes huge resource issues (time, people, and especially dollars) that had not been programmed, thereby making the date impossible to meet.  

DSCA/P3 briefed the unique concerns of the FMS community, especially the impact on our international customers with whom we must communicate in order to perform our mission.  Prior to the workshop, we were concerned that the OSD memo included a requirement for our international customers to move to DLMS since informal correspondence had indicated translation capabilities would also be cut off on 1 January 2005.  However, the DLMSO assured us that the Defense Automatic Addressing System Center (DAASC) would continue system-to-system translation for FMS for the long term, recognizing we should encourage our customers to migrate to DLMS so they can obtain all the data it provides.  

DSCA/P3 also briefed the scheduled conversion and replacement of our current MILDEP case execution legacy systems during the CEMIS Re-host, highlighting the prudence of waiting for CEMIS (which we’d always planned to be DLMS-compliant) versus migrating systems that will soon go away.  DSCA/P3 further advised that we could complete our migration actions by FY 09 as a part of the CEMIS Modernization effort.  The fact that we do have a plan with proposed dates was clearly to our benefit since many of the other agencies do not.

It became apparent during the workshop that few would meet the dates imposed in the OSD memo.  However, everyone must prepare a Final Migration Plan outlining what can be done, by what timeframe and the estimated costs involved.  Plans must be submitted to the DLMSO by 16 April 2004.  

Briefings and related information/documents from the workshop are posted at:  http://www.dla.mil/j-6/dlmso/eLibrary/Documents/dlmsuid3904.asp.  [POC:  Kathy Robinson, DSN 329-4368] 

S

ecurity Cooperation Information Portal (SCIP) – SCIP development continues, and more than 1,000 registered International and domestic users can now take advantage of the information offered fresh daily.  Our most recent release added considerable functionality to the SCIP (aka “Portal”), and there are a number of planned enhancements to further our efforts to create a true “one-stop shopping” web site environment for the Security Cooperation community.

In February 2004, we made the following changes to the production environment:

· Login Screen Order.  The DoD Warning banner is now displayed as the initial screen, to comply with DoD standards for web sites.

· Welcome Page.  A Welcome screen now appears as the first page after a successful login.  “Announcements” and “What’s New” sections provide general background information on related subjects of interest (e.g. DoD CAC registration) and recent changes to the SCIP applications (e.g. validation rule changes). 

· Payment Schedule Reports.  Formatted and ad hoc Payment Schedule Reports, with information from DSAMS, are now available for cases with future payments scheduled.

· Cases in Development.  All cases in Development status in DSAMS are now available on the Case Status Summary and Case Status Detail reports.

· Customer Service.  Information access controls now allow access to records for multiple Customer Services (e.g. Bandaria Navy and Bandaria Marine Corps).  Previously, the user had access to the records for only one Customer Service, or for all Customer Services.

· Country Code Limitation.  Users can now be allowed access to an unlimited number of specific countries.  Previously, a user was allowed access to all countries, or up to 20 specific countries. 

· Password Control.  Password users can now change their passwords on-line.  As a reminder, password changes are required every 90 days.

In addition to the above changes, several enhancements are currently undergoing development and/or testing at DSADC, Mechanicsburg, and at AFSAC, Dayton:

· DoD Common Access Card (CAC).  In an effort to promote more secure “two-factor” user authentication (i.e. something you know [your PIN], and something you physically possess [your CAC]), the DoD has mandated that all DoD users will use a CAC for authentication to automated systems.  In the future, SCIP will require DoD users to present their CAC for entry.  However, due to implementation delays throughout the DoD, SCIP will continue to allow DoD users to enter with proper userid/password credentials, until CAC usage is widespread.  International Customers, their agents (e.g., freight forwarders) and foreign nationals employed by the USG will continue to use the “tokens” (i.e., electronic SecurID cards which change numbers every 60 seconds) that they have been provided.

· Proxy.  In response to difficulties encountered accessing .mil web sites by some of our overseas SAOs, SCIP will be acting as a .mil “proxy” for those users, allowing them to access a precisely defined list of .mil web sites through SCIP.  

· All Requisition Extract.  To provide the user with the capability to request and receive a downloadable image of “all” requisitions ever associated with a Case, SCIP must send a request to the legacy execution systems (CISIL, MISIL or SAMIS).  During the overnight execution system batch cycle, newly developed programs will extract the information and provide it back to SCIP for Internet delivery the next day.  Programming to build the extract programs is complete for CISIL.  Programming for MISIL and SAMIS is currently in process at DSADC and AFSAC.

Other items of interest to SCIP users:

· Web Site Consolidation.  The first two meetings of a newly created tri-service Web consolidation team have taken place, with another scheduled for the end of March/early April.  This team is developing the short and long-range business and technical plans to bring all Security Cooperation web sites (e.g. Navy e-Business, AFSAC On-line, etc.) under the SCIP, in order to promote single sign-on, to promote centralized user authentication, and to reduce costs by eliminating redundant functionality and/or operating sites.  Currently, the team is also completing the SCIP Help definitions, and developing projects for SCIP Configuration Control Board (CCB) consideration and prioritization, based on the list of suggested SCIP enhancements we’ve collected from users during the past year.

· End Use Monitoring (EUM).  The development of the SCIP EUM application continues, with regular monthly meetings occurring between DSCA representatives and the Lockheed Martin development staff.  The EUM application will provide the SAOs, Combatant Commands, and International Customers with a web-based capability to plan, inventory, and monitor specific items (e.g. Stinger Missiles) transferred/sold to International Customers, which remain candidates for continual reporting under Section 40A of the Arms Export Control Act (AECA).   

For additional information on SCIP, or to obtain the most recent SCIP registration forms, please contact Sciphelp@dsadc.dsca.mil.  [POC: Tom Sippel, DSN 430-9295] 

SIGNIFICANT and MILESTONE EVENTS
UPCOMING EVENTS 

	Date
	
	Event

	
	
	

	29 Mar-9 Apr
	
	DSAMS Training Module (TM) User Acceptance Testing (UAT), at DSADC

	
	
	

	12-23 Apr
	
	Continuation of  TM UAT , on-site at various user locations

	
	
	

	21 Jun-2 Jul
	
	DSAMS TM Integration Testing, at DSADC

	
	
	

	5-26 Jul
	
	Continuation of TM Integration Testing, on-site at various user locations

	
	
	

	16-20 Aug
	
	DSAMS TM Final Integration Testing, at DSADC

	
	
	

	23-27 Aug
	
	Continuation of TM Final Integration Testing, on-site at various user locations

	
	
	

	
	
	 


NEAR TERM MEETINGS

	Date
	
	Topic
	
	Location

	
	
	
	
	

	2-3 Jun
	
	International Customer User Group (ICUG)
	
	Anteon Corporation, 

	
	
	  Formal and Internal Meetings
	
	  Arlington, VA
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