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C
urrent DSAMS Production Release (Release 6.06) - The current production version of DSAMS continues its stable operating tenure with only a few minor glitches surfacing this month.  Two of those problems will be fixed in the upcoming “mini” release.

Release 6.07, the next DSAMS “mini” release, is on target for deployment 13 May 2002.  This release now has over 160 changes.  Development work is wrapping up and most of these events are now in either the analyst or system testing cycle.  Information on the contents of this release will be provided towards the end of April.  

A recent addition to Release 6.07 came out of the Financial Reinvention FMS Surcharge Project Team’s review of CAS.  A new Indirect Pricing Component (IPC) is being created to identify, track and manage the cost for administering Overseas CONUS (OCONUS) efforts within the CAS process.  More information will be forthcoming shortly from DSCA Financial Policy.  [POC: Shirley McDaniel, DSN 430-9094]

E

lectronic Coordination Template - A new DSCA Cover Memo template was released this month.  There were some minor updates in the template to reflect DSCA’s current requirements for Electronic Coordination cover memos.  The updated DSCA Coordination template has been approved by DSCA/COMPT-RM and can be found on the DSAMS web site under the User Training Link.  To download the template, first log on to the web site, then left click on User Training, then Electronic Countersignature.  Right click on the DSCA_Coord_Template.pdf dated March 2002 and select “Save Target As.”  Specify a location on your hard drive, and save the file. [POC: Nels Berdahl, DSN 430-9041]

T

raining Module (Releases 7 and 8) – The most important event during March was three weeks of User Review testing for Release 7.  The first week was conducted at DSADC where representatives from AFSAT, SATFA, NETSAFA, Marine Corps, Coast Guard and DSCA all received training on the Release 7 software.  For the second two weeks, testing occurred at each of the three user sites, where additional representatives could participate.  [As a reminder to all, the Release 7 software is not actually deployed; the Training Module will be deployed when both Release 7 and Release 8 are built and tested.]  

The purpose of the User Review milestone is to allow users to conduct hands-on testing of the software developed so far and to submit trouble reports (TPRs) identifying system “bugs”, conversion problems, or functionality that didn’t perform as expected.  As TPRs are submitted, they are reviewed and tracked, and a report of the User Review TPRs will be provided at the next Training Standardization Working Group (TSWG) meeting on 8 April.  Some TPRs will be corrected for inclusion in a “Go Practice” version of Release 7 targeted for May that will allow users to continue testing or training if desired.  Other TPRs will be corrected in Release 8, deferred after Release 8 if they are not critical for deployment, or cancelled if they are duplicates of TPRs submitted by other users.

The DSAMS Program Manager briefed the DSCA Director and other DSCA principals on the status of the Training Module on 12 March.  Overall, progress has been steady but there is still much left to do, and the impact to cost and/or schedule of a few factors outside our direct control is not yet known (e.g., the Air Force financial interface, CFO compliance and the Financial Management Modernization Program).   We are facing these challenges as we shift our developmental focus to Release 8.  

The TSWG will meet on 8-11 April to discuss report requirements, results of User Review Testing, Cross Service Functionality, and Notifications along with other important issues.

The annual Security Assistance (SA) Training Automation meeting was conducted at the PACOM TPMR with representatives from SATFA, NETSAFA and AFSAT in attendance.  Several issues were addressed and new actions were documented, including requested changes to Standardized Training List and Location Code updating.  AFSAT requested that the SAN become a repository for printable Invitational Travel Orders (ITOs).  [POCs: Paul Porter, DSN 664-6578, and Pam Smith, DSN 329-4464]

D

SAMS User Training Team Activity - Ken Matejka took the lead on developing orientation materials for the Release 7 User Review this month.  The team supported the PMO in getting ready for the DSADC review (a.k.a. Week 1 of R7 User Review), helped R7 Reviewers get the “lay of the land” during Week 1 at DSADC, and then went on the road to SATFA to facilitate the second week of R7 User Review.   

Upcoming in April is an Air Force DSAMS 102 course at DISAM and an Army DSAMS 102 course at AMCOM.   The next DSAMS 101 course will be held 20-24 May at DSADC.  A formal e-mail announcement to MILDEP quota managers will be going out in early April.  [POC: Nels Berdahl, DSN 430-9041]

W

eb News - As mentioned last month, we are continuing to improve the security of the DSAMS web site.  The plan to implement all the DoD, DSCA and DSADC Information Security policies consists of three phases.  

Phase 1, implementing traffic encryption between the user and the server to reduce the risk of electronic eavesdropping, is completed.  We installed certificates on the web server, enabling Secure Socket Layers (SSL) and 128-bit data encryption by both the web server and the client browser.  

The second phase will enable strong passwords on the web site and will move all but the very basic information from the public sector to the private sector.  We are in the process of changing both the web server code and the database that supports the web site.  We have already found and overcome several issues such as some significant inconsistencies between different web browsers.  If the rest of the modifications and tests are as successful, we anticipate Phase 2 will be implemented sometime in the middle of April.

The third phase will be to re-host the DSADC web server in a different networking topology to further increase security.  Besides the DSAMS web site security upgrades, DSADC is also upgrading the security for two highly specialized private sites that are supporting the teams developing the DSCA Portal and CEMIS.  [POC: Mike Dunkle, DSN 430-9020]

C

ase Execution Management Information System (CEMIS) – Phase II of the CEMIS Requirements Generation Process is well underway.  DSCA hosted a Kick-Off Meeting in early February, under the aegis of the following memorandum of 4 Feb 02 (I-02/000495-P2) from Lt Gen Walters, DSCA Director:

[START]


“My memorandum of 12 June 2001 distributed the approved Mission Need Statement (MNS) for the Case Execution Management Information System (CEMIS). 


In July 2001, I established a Requirements Charter Team (RCT) to launch the CEMIS Requirements Generation process in accordance with DoD Directive 5000.1, DoD Instruction 5000.2, and CJCS Instruction 3170.01A.  The RCT was composed of a DSCA team leader and a member from each Military Department. Their mission was to draft the first version of the CEMIS Operational Requirements Document (ORD), and to make recommendations for the "Way Forward" - the next Phase (CY02) of the process.  The RCT completed those documents and delivered them on schedule in December 2001. They are attached as enclosures (1) and (2). 


I am now directing the commencement of the next Phase of the CEMIS Requirements Generation process. The Way Forward Paper describes the team structure for this Phase.  The DSCA Team Leaders are identified as follows: 

CEMIS Requirements Teams (Phase II)

Functional Requirements Oversight Group 


Group Leader: Freda Lodge, DSCA P3




Order Processing Team (Logistics/Acquisition)
Team Leader: Kathy Robinson, DSCA P3




Financial Policy/ Compliance Team 










Co-Team Leaders:  Patti Higgins/
David Rude, DSCA Comptroller/FM




Corporate Information Team 











Team Leader:  Freda Lodge, DSCA P3


The teams will require subject matter experts from the Military Departments (as well as other associated agencies).  These experts will provide valuable experience to ensure a future system is developed that satisfies all Security Cooperation community User needs. My staff is working to assemble those Military Department team members names, and I am encouraged by the support we are experiencing thus far. 


The Oversight Group has responsibility for guidance and coordination during the CEMIS requirements process.  The Order Team and Finance Team will define the detailed business processes required to accomplish case execution through case closure.  The Corporate Information Team will define the management level tools needed in CEMIS to monitor these critical business processes. The teams will have access to the work done by previous case execution teams, and will build upon that work.  In addition, the Teams will also explore opportunities for case execution and case closure business process reengineering (BPR) - for labor or cost savings, or to be more responsive to our International Customers. 


The detailed Requirements developed during this Phase will be used for the Analysis of Alternatives (AOA) and other system acquisition studies that must be completed in accordance with the DOD 5000 guidance. The requirements identified by these teams will lead to development of the CEMIS system that will perform our key business functions during the next several decades.


The Requirements Generation process is intense, but it is necessary in order to accurately capture all of our needs for a system of the future.  It requires a commitment from all of the Security Cooperation Community to ensure the ORD is fully developed and that CEMIS will meet the needs of all of the community, as well as the needs of the International Customers.  All personnel should give CEMIS Requirements a high priority.


The DSCA Policy, Plans and Programs Directorate (P3) will continue to lead the CEMIS Requirements process. Please contact Ms. Freda Lodge, DSCA P3, 703 601-3856, DSN 329-3856, freda.lodge@osd. pentagon.mil, or Ms. Kathy Robinson, DSCA P3, 703 601-3656, DSN 329, kathy.robinson@osd.pentagon. mil with any questions you have on this process”.

[END]



Since the Kick-Off meeting launched the CY2002 Team efforts, the Oversight Group and each of the functional teams have met frequently to focus on defining, in further detail, the initial requirements identified in the first version of the ORD.  During each of the team meetings, CEMIS requirements are identified by the Military Department (MILDEP) subject matter experts and added to the ORD Spreadsheet working document.  Between team meetings, these new requirements are assigned a unique ORD-ID element number and these requirements are then added to the master Dynamic Object Oriented Requirements System (DOORS) ORD document.  The master CEMIS DOORS ORD document is being maintained by the CEMIS Acquisition Agent, the Standard Systems Group (SSG) at Maxwell Air Force Base – Gunter Annex.

While each of the functional teams focus on their assigned processes, the Oversight Group focuses its attention on integrating the requirements, identifying any gaps in the ORD and assisting the functional teams by addressing questions and resolving inter-team issues.  The Corporate Information Team has been building a matrix that will attempt to capture the information and reporting requirements needed at every level within the Security Cooperation infrastructure.  This matrix will subsequently provide the basis for identifying information/reporting requirements within CEMIS.  In addition to the teams originally identified in Lt Gen Walters’ memo (above), a Systems Team has also been chartered to identify those universal and specific systems requirements that must reside in the ORD.  Mr. Tom Sippel, DSCA/IT, is the Systems Team Leader.  A monthly electronic newsletter,  “CEMIS News,” is now being distributed within the CEMIS Requirements Generation community.  This newsletter provides information regarding topics covered by each of the functional teams, and it also provides a comprehensive schedule of team meetings, and CEMIS-related meetings, that are being held this calendar year. 

DSCA’s commitment to an integrated, corporate approach to Information Technology (IT) was reaffirmed in the recently published (and first) DSCA Defense Planning Guidance document.  In the cover letter to this important strategic roadmap, Lt Gen Walters stated that DSCA will continue to focus on “improving our business processes through information technology and business process reengineering, to include automation initiatives such as a portal and the management information system for case execution.”  [POC: Freda Lodge, DSN 329-3856]


DSCA

SCA Portal – In October, 2001, a Portal Users Group (PUG), consisting of functional and technical sub-teams, was chartered to do a Portal Concept Study. The Study was to identify the functional user requirements and possible technical issues for a rapidly-deployed, web-based, information portal that would satisfy the International Customer’s short-term need for a tri-service view of legacy system data, while CEMIS is being developed and fielded.  Both teams met for one full week in October and again in November and December.  The underlying intent of the Concept Study was to maximize the use of information already available throughout the Security Cooperation community from a variety of sources, but making it even more useful by capturing it in a single consolidated database, which could be viewed worldwide via the Internet.  The functional team, with members from the MILDEPs, the International Customer community and DSCA, identified and prioritized requirements, while the technical team identified technical options to meet the functional requirements.  

The Standard Systems Group (SSG), from Maxwell Air Force Base – Gunter Annex, prepared a draft Portal Concept Study paper, which was reviewed by DSCA during January and February, and subsequently released to PUG and Program Policy Group (PPG) members in March.  In early February, Werner Kaelin, Chairperson of the Foreign Procurement Group (FPG), forwarded a letter to Lt Gen Walters stating that “the FPG would like to express its full support for the development and implementation of the interim Portal solution” and, on 20 February, Lt Gen Walters approved the concept.  Since that date, DSCA has begun work on the Concept for Operations (CONOPS) for the portal. 

The portal will provide a portion of appropriate existing data (i.e., if the data is not in the legacy system, it will not be available in the portal) from the MILDEP legacy systems (CISIL, MISIL, SAMIS, CMCS), DIFS, and for the first time to International Customers, DSAMS.   It is anticipated that the functionality will be fielded in four phases: September 02 (Queries and Links), November 02 (Inputs such as Requisitions, Follow-ups, Modification Requests, Cancellation Requests, SDRs, etc.), January 03 (more sophisticated Queries and Input options), and March 03 (Other Functionality). 

We will provide informational briefings on the portal concept to the CEMIS Requirements Teams and the Foreign Procurement Group (FPG) on 10 April 02, to the International Customer Users Group (ICUG) on 29 May 02, and will provide briefings and a demonstration at the DSCA Conference on 16 October 02.

It is likely that we will “re-charter” the PUG for an additional time until portal deployment, to ensure that a forum exists for the continued open exchange of information between functional and technical teams. This will enable us to make certain that all functional requirements are understood by the developers, all portal capabilities are well tested by team members representing the user community before deployment, and all functionality is launched on schedule.  [POC: Tom Sippel, DSN 430-9295]

SIGNIFICANT and MILESTONE EVENTS
UPCOMING EVENTS (Tentative Dates)

Date

Event

May 2002

Scheduled deployment for DSAMS Release 6.07





Nov 2002

Scheduled deployment for DSAMS Release 6.08





May 2003

Scheduled deployment for DSAMS Release 6.09

NEAR TERM MEETINGS

Date

Topic

Location

8-9 Apr 2002

CEMIS Oversight Group

ISI, Arlington, VA







8-11 Apr 2002

Training Standardization Working Group

Skyline, Falls Church, VA







9-12 Apr 2002

CEMIS Order Team

ISI, Arlington, VA







10 Apr 2002

CEMIS Finance Team

ISI, Arlington, VA







16-17 Apr 2002

CEMIS Finance Team

ISI, Arlington, VA







16-18 Apr 2002

DSAMS 102 Training Class for AF - ASC

DISAM, WPAFB, Dayton, OH 







18-19 Apr 2002

CEMIS Corporate Information Team

ISI, Arlington, VA







22-23 Apr 2002

CEMIS Oversight Group

ISI, Arlington, VA







23-25 Apr 2002

DSAMS 102 Training Class for Army

AMCOM, Huntsville, AL







23-26 Apr 2002

CEMIS Order Team

ISI, Arlington, VA







30 Apr-1 May 2002

CEMIS Finance Team

ISI, Arlington, VA







6-7 May 2002

CEMIS Oversight Group

ISI, Arlington, VA







7-9 May 2002

DSAMS 102 Training Class for AF – ESC

Hanscom AFB, MA







7-10 May 2002

CEMIS Order Team

ISI, Arlington, VA







16-17 May 2002

CEMIS Corporate Information Team

ISI, Arlington, VA







20-21 May 2002

CEMIS Oversight Group

ISI, Arlington, VA







20-24 May 2002

DSAMS 101 Training Class

DSADC, Mechanicsburg, PA







21-23 May 2002

CEMIS Order Team

ISI, Arlington, VA







29-30 May 2002

International Customer User Group (ICUG)

ISI, Arlington, VA

    










