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C

urrent DSAMS Production Release (Release 6.10) – An emergency release (6.10.15) was deployed on Friday, 23 January.  The release provided some important fixes to the application, including: 

· Removal of Missile Technology Control Regime (MTCR) Case Validation for Planning cases; 

· correction of payment schedule errors that prevented calculation of a correct payment schedule under certain circumstances and provided erroneous error messages; 

· correction of an erroneous management flag; 

· revision of Response documents to print the correct “countersignature not required” statement; 
· printing of the correct unit of issue on certain cases;

· correction to the printing of Annexes; 
· corrections to a printing problem with the Current Implemented Case Report.  

Preparations are underway for two upcoming meetings:  (1) the "Rounding Summit" during the week of 15 March to resolve dollar value rounding techniques in DSAMS, DIFS and the 1200 system; and (2) the Current DSAMS User Review of Release 8 changes to the application during the week of 22 March.  Messages on these meetings will be forthcoming in early February.  
Although no routine maintenance release is planned for the next 12 months, we are quite busy preparing for the deployment of the Training Module in October, processing user requests for enhancements to the Configuration Control Board (CCB), and supporting DSCA FMS Transformation efforts.  We also hope to deploy the new USXPORTS interface in early spring.  [POC: Chester Freedenthal, DSN 329-3745]

D

SAMS Help Desk Procedures – Over the last two months we have seen a steady increase in Help Desk requests that are either (1) training issues or (2) requests that can be accomplished through DSAMS but that particular person does not have the functional capability to perform the task.  Many of these requests are coming in from people other than the designated site points of contact (POCs).  

All requests submitted to the Help Desk that are related to DSAMS processing, whether by e-mail or phone call, are forwarded to the cognizant analyst for review and response.  Now that the last DSAMS CDM-only release has been deployed, these analysts are now shifting their focus to support the upcoming Training Module (TM) deployment. 

  

In order to reduce the amount of time these analysts are spending answering questions or performing DSAMS updates that can be fielded by the DSAMS site POCs, the following Help Desk procedures are effective as of 2 February 2004. 

 

Only Help Desk requests submitted by site POCs will be accepted.  It is fine for someone else to write the e-mail, but the site POC should be the one to forward it to the Help Desk.  The listing of site POCs was validated through the DSAMS MILDEP POC, and any changes to it must be made through them.

If the submitter is not on the site POC listing, the Help Desk will automatically return the Help Desk request to the sender advising that the request must come through their POC.
 

Requests received from a site POC for an action that can be accomplished in DSAMS, but for which they do not have the functional capability to perform, will be returned by the Help Desk to the submitter with instructions for them to contact their MILDEP POC.  DSADC will no longer perform these updates. 

 

Requests received that are not for a data correction or identification of a DSAMS problem, but rather a request for a DSAMS change should come through the MILDEP POC office.  Requests that are received from other than the MILDEP POC will be returned with instructions to submit through the appropriate office.  A TPR number will not be assigned until the request is received from that office.

 

These procedures will apply to Help Desk requests received either by phone or e-mail.  [POC:  Shirley McDaniel, DSN 430-9094]  
T

raining Module (Releases 7 and 8) –  In January, developers completed the last of the demonstrations of TM functionality at SATFA.  Participation by SATFA personnel was very high and the SATFA Director expressed his appreciation for the superb job performed by the presenters.  Users were especially appreciative of handouts which helped them better understand Training Line Status changes and class scheduling/confirmation.   
Each of the Training Field Activities has now received a one-week demonstration of Operations & Pricing functionality and a one-week demonstration of Financial functionality.  The demonstrations provided a comprehensive review of the Training Module and were well received by the users and provided valuable feedback to the developers.  A primary purpose of the demos was early identification of missing functionality and other system “bugs” prior to the start of user testing in March.  MILDEPs were asked to prioritize their feedback by rating problems in the following categories:

S1:  “Showstopper”; a true necessity that has no reasonable workaround and that the users believe must be fixed prior to deployment in October 04.

S2:  Important changes that are not critical at the time of deployment but the users believe must be completed in the first post-deployment maintenance release (Release 9.01, currently scheduled for February 05)

N: Need/nice-to-have changes which will not be available by deployment or in the first maintenance release, but which will be prioritized and addressed through the Configuration Control Board.

The following tables summarize the priorities identified by the MILDEPs for the changes:
	Demo Prioritization Raw Results:  Ops/Pricing

	
	Army
	Navy
	AF
	

	S1
	16
	14
	27
	57

	S2
	23
	8
	6
	37

	N
	20
	31
	13
	64

	
	59
	53
	46
	


	Demo Prioritization Raw Results:  Financial

	
	Army
	Navy
	AF
	

	S1
	24
	14
	24
	62

	S2
	18
	13
	4
	35

	N
	 7
	24
	7
	38

	
	49
	51
	35
	


The above numbers represent the raw results as identified by the MILDEPs.  The next step, which is already underway at this writing, is for the PMO and DSADC to evaluate the total results, including: looking for duplicates among the MILDEP submissions or consolidating similar items; agreeing that the requirement was misunderstood, missed or incorrectly designed; ensuring that each MILDEP used the same standard for determining S1s; and identifying reasonable workarounds (whether procedural or systemic) to the MILDEPs to allow the change to be deferred if that becomes necessary.  The next step will then be to estimate the level of effort for the approved changes and determine the feasibility of incorporating them within our time and resource constraints.    

A deployment planning meeting will be held with the MILDEPs at Skyline on 3-6 February to discuss this and many other issues related to events leading up to the October 25 deployment (269 days away!), such as interfaces, conversion, reports, user training, testing and assignment of user functional roles.
User Acceptance Testing/Review will be conducted at DSADC from 29 March through 9 April, and continuing at the user’s site if desired from 12 April through 23 April.  [POCs: Pam Smith, DSN 329-4464 and Paul Porter, DSN 664-6578]

D

SAMS User Training Team Activity - In January, training team members conducted training for DISAM instructors (production pricing and reports) and attended the Training Module demonstrations held at SATFA.  We also conducted a site visit to NETSAFA.  [POC: Nels Berdahl, DSN 430-9041]

M

ove of Mainframe Security Assistance Legacy Systems to Mechanicsburg, PA –    Plans are still underway for CISIL, MISIL, SAMIS, CMCS and DIFS to be relocated from the Defense Enterprise Computing Center (DECC) in Oklahoma City to DECC Mechanicsburg on 27-29 February 2004.  Representatives for each of the systems from NAVICP, AFSAC, DSADC, DFAS-DE and DSCA continue to participate in weekly conference calls with DISA to work out the details.  The Security Assistance representatives have certainly had difficulties in obtaining sufficient information on DISA’s plans, but forward progress is generally being made.  
An integration test was successfully performed during the weekend of 24-25 January, and a mock move is scheduled to take place on 13-15 February 2004 during which the systems will undergo final testing prior to the relocation.  All of these systems will not be available for normal processing, including updates and interfaces with external systems, from 1200 EST on Friday, 13 February, through 1600 EST on Sunday, 15 February.  All system users have received this information through system broadcasts and will continue to receive updates as appropriate.  Normal processing is scheduled to resume at 1600 EST on 15 February.  [POC: Kent Wiggins, DSN 664-6553]  

B

ig Changes Ahead for the Military Standard Systems (MILS) -  On 5 January 2004, the Defense Logistics Management Standards Office (DLMSO) forwarded Under Secretary of Defense for Acquisition, Technology and Logistics memorandum dated 22 December 2003, subject:  Migration to the Defense Logistics Management Standards (DLMS) and Elimination of the Military Standard Systems (MILS).   Perhaps the best-known example of MILS is MILSTRIP (Military Standard Requisitioning and Issue Procedures), which is the series of transactions and codes that have served DoD logistics, including FMS, for nearly four decades.

The memo, the timing of which took much of the DoD community by surprise, calls for a plan to migrate all DoD systems using the MILS to DLMS throughout calendar year 2004, with final implementation by 1 January 2005.  The policy not only enforces the restriction of using MILS in any new logistics system program, but also eliminates any use of MILS within or between current DoD systems after 31 December 2004.  While the migration to the modernized DLMS transactions and formats will likely ultimately be beneficial, this clearly has major implications in the short term, not only for our own logistics and financial processes and systems, which all operate under MILS, but also for many of our international customers who use MILS and plan to continue doing so in the future.  

DSCA Policy has the lead for the FMS community in this effort, working with DSCA/IT, DSADC and AFSAC, to develop a plan.  There are many things to consider, first and foremost being the impact on our operational FMS systems (CISIL, MISIL, SAMIS, STARR/PC and the Security Cooperation Information Portal (SCIP)) and the corresponding impact on our international customers.  We also need to consider the upcoming conversion of our legacy systems during the CEMIS Re-host process.   More information will be provided as it becomes available.  [POC:  Kathy Robinson, DSN 329-4368] 

SIGNIFICANT and MILESTONE EVENTS
UPCOMING EVENTS (Tentative Dates)

	Date
	
	Event

	
	
	

	13-15 Feb 2004
	
	Mock Move of CISIL, MISIL, SAMIS, CMCS & DIFS (all systems unavailable

	
	
	  for normal processing from 1200 EST on 13 Feb to 1600 EST on 15 Feb)

	
	
	

	27-29 Feb 2004 
	
	Migration of CISIL, MISIL, SAMIS, CMCS & DIFS from DECC Oklahoma City

	
	
	  to DECC Mechanicsburg

	
	
	 


NEAR TERM MEETINGS

	Date
	
	Topic
	
	Location

	
	
	
	
	

	3-6 Feb
	
	Training Module Deployment Planning Mtg
	
	Skyline, Falls Church, VA

	
	
	
	
	

	4-5 Feb
	
	SCIP Support Team meeting
	
	ISI, Arlington, VA

	
	
	
	
	

	26 Feb
	
	International Customer User Group formal


	
	ISI, Arlington, VA

	
	
	  meeting
	
	

	
	
	
	
	

	15-19 Mar
	
	Rounding Summit
	
	DSADC, Mechanicsburg, PA

	
	
	
	
	

	22-26 Mar
	
	DSAMS Release 8 Orientation for current
	
	DSADC, Mechanicsburg, PA

	
	
	  DSAMS users
	
	

	
	
	
	
	

	29 Mar-9 Apr
	
	Training Module User Testing
	
	DSADC, Mechanicsburg, PA

	
	
	
	
	

	12-16 Apr
	
	Training Module On-Site Testing
	
	Various user sites

	
	
	
	
	

	19-23 Apr
	
	Continuation of TM On-Site Testing 
	
	Various user sites

	
	
	  (if required)
	
	

	
	
	
	
	












2

