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C
urrent DSAMS Production Release (Release 6.06) – Release 6.06.08 has been running great for the last 2 months.  We’ve only had a few anomalous production events submitted, most related to communications problems.  We are about 2/3 of the way through construction for Release 6.07, on schedule to deploy in May.  This release will be about the same size as Release 6.06 with over 130 changes incorporated.  These changes include a large number of high-priority Configuration Control Board (CCB) events and a variety of improvements in workflow, management flags, reports, payment schedule, etc.  We’ve started detailed analysis of Release 6.08, which will primarily be changes to the Payment Schedule approved by the DSCA Director as part of the Financial IPT.  In addition to more CCB priority events and normal production fixes, it will also include the addition of a case data interface to DFAS’ DIFS system to largely eliminate the manual loading of LOA data to DIFS.  Release 6.08 is scheduled for a November deployment.  And of course, we’ve started looking at what will be in Release 6.09.  

We will probably have one more Release 6 maintenance release before we integrate the deployment of the Training Module with the existing DSAMS application as Release 8.0.  (Release 7 is for training and familiarization only and will not be deployed to production.)  We’ve sent another list of changes to the CCB (that’s over 100 so far) and we plan to send a list every 4 to 6 weeks as we whittle down the open changes.  [POC: Chester Jay Freedenthal, DSN 329-3745]

T

raining Module (Releases 7 and 8) - Training Module developers visited Army’s SATFA in early December to resolve requirements details, and a Training Standardization Working Group (TSWG) meeting on 5-6 December followed the site visit.  In addition to a briefing by Andrew McDaniel on the upcoming User Review testing for Release 7 (see next paragraph) the meeting also included a demonstration of student information management functionality, after which users asked questions about data ownership.  This issue of data ownership (or which users can enter what data in DSAMS, SAN, TMS, and IMSO Web) will be addressed during an Interface meeting to be conducted at Skyline on 11-15 February and will include participation by DISAM and the MILDEPs.

Congratulations to the developers for completing Release 7 development on 11 January!  The sacrifices made with late nights and weekends during the holiday season are appreciated and paid off by adding the functionality the users required for meaningful testing of this release.  Also thanks to the users who provided clarification on open issues involving TMASL pricing, IMET Medical prices, copying of incremental prices, and other issues enabling the on-time completion of coding.  The Release 7 software has been undergoing System Testing for the last two weeks and will undergo PMO Testing for at least two weeks beginning 4 February.  Assuming successful PMO testing, users will come in 11-29 March for two weeks of intensive User Review testing, followed by an optional week for any carryover testing. We are considering some of the recommendations submitted by TSWG members for changes to the test plan. 

The travel schedule for Training Module developers has been very heavy and will continue.  We are working to finalize our interface design as we research whether DSAMS should interface to the Air Force TRACS/TFS system or to their GAFS-L system for financial transactions.  Interfaces to the Training Quota systems used domestically by the MILDEPs continue to present challenges.

Future plans include a developer site visit to NETSAFA, participation in Air Force financial system interface evaluation, and the previously mentioned SAN/DSAMS interface meeting.  The next TSWG meeting is planned for 9-11 April.  We may request an additional day or two since it’s been awhile between meetings.  [POCs: Paul Porter, DSN 664-6578, and Pam Smith, DSN 329-4464]

D

SAMS User Training Team Activity - The DSAMS user training team conducted a tri-service DSAMS 101 class in January.  We also conducted a site visit to NSA, a modified DSAMS 101 course at AFSAT, and a DSAMS 102 course for ASC at Wright Patterson AFB, OH.  The next DSAMS 101 class at DSADC is currently planned for 20 May 2002.  During February we will conduct a short training session for DSCA headquarters users, but will shift our focus to support testing of Release 7.  [POC: Nels Berdahl, DSN 430-9041]

D

SAMS Logon Hint - A number of DSAMS users are being frustrated in their efforts to log onto the Citrix/DSAMS environment.  The primary cause seems to be a misunderstanding of the logon process and its rules.  Let’s try to clear up some of that.  

Note: As a reminder, users can currently access DSAMS in one of two ways.  One is called native, where the user’s PC contains the complete, voluminous DSAMS client software and the PC connects directly with the DSAMS server.  The other is called Citrix, where the user’s PC only contains a small Citrix software plug-in and the PC first connects to a remote Citrix server that contains the DSAMS client software, and then the Citrix server connects to the DSAMS server.  For various technical, security and supportability reasons widely reported to the users, we are moving toward the time when only the Citrix method will be supported.

There are two separate and distinct logon steps to access DSAMS via the Citrix method.  First, you must log onto the Citrix network and then you must log onto the DSAMS application.  Think of it just as logging onto your workplace PC each day…first you logon to your local network, then you can execute any of a number of applications (Word, Excel, etc.) on your network.  These may or may not require an additional password.   

There are rules for the makeup of each of these passwords.  Citrix requires at least 8 characters with one being upper case (A), one being a lower case (a), one being a numeric (0 through 9) and one being a special character.  It seems the special character causes most of the problems.  Some folks are confused over what a special character is.   

The most commonly used special characters (!, @, #, $, etc.) are above the number keys on the standard keyboard.  You type these by holding down the Shift key and striking the corresponding number/special character key.  For example, if you want use the $ as your special character, hold down the shift key and strike the key with the 4 and the $ on it (the Caps Lock key will not cause the special character to be typed).  

The following are valid Citrix passwords: #2January, Wa$hingt0n, Feb**ruarY88. Each is 8 or more characters long and has at least one of the following characters (the order within the password does not matter):  (1) upper case letter, (2) lower case letter, (3) number, (4) special character.

Once you have logged onto Citrix, you then proceed with the normal DSAMS logon procedure.  At this time, the requirements for the DSAMS password are slightly different than those for Citrix.  This may change in the future to comply with tighter security requirements.  Currently, your DSAMS password must be from 8 to 32 characters long and include at least one numeric and at least one alphabetic character.  The following are valid DSAMS passwords:  2January, Wash99ington, February88.   The User ID and password are not case-sensitive in the DSAMS application, so 2JANUARY is treated the same as 2january.

Remember that these are two separate logons.  Both have 90-day expirations.  That means you will have to replace your password every 90 days and you cannot use passwords used previously.  This may or may not occur for both at the same time, depending when the current password was created.  The system will advise you when it is necessary to change.

We realize that this may seem very basic to experienced typists or keyboarders, but it can be confusing to those not so experienced.  We also are well aware of the many other passwords people must maintain at work and at home.  The DoD is placing a great emphasis on Information Assurance.  By following these guidelines, you will be in compliance with current security guidance and will rarely have problems logging onto DSAMS.  [POC: Mike Dunkle, DSN 430-9020]
D

SAMS Citrix Hint - Sometimes a user in Citrix will open a DSAMS window, then switch to a local application (Word or e-mail) and then switch back to DSAMS … but find the DSAMS application is “locked up” or non-responsive.  This may be a video refresh problem on your PC.  To investigate this, the next time you “lock up” in a DSAMS Citrix session, depress the CTRL key and F1.  This will open the Citrix Windows Security window.  Press the ESC key or Cancel button and this will refresh your PC’s video display so you can then continue working.  [POC: Nels Bedahl, DSN 430-9041]

C

itrix Printing - When you print a DSAMS document using Citrix, the document first moves to a Citrix print queue, and then to the print queue on your local printer.  If you try to print a document and nothing happens, first check your local printer.  For most user installations, click Start/Settings/Printers.  Right click on your printer name, then click Open.  If you see a document in your local print queue, then check your local printer.  If you do not see a document in your local printer, then contact the DSAMS Help Desk.  If a document “hangs up” in the Citrix print queue, the DSAMS Help Desk must remove it before you will be able to print any more documents from DSAMS. 

Another simple test is to try to print a Word document.  If it prints okay, but you are unable to print a DSAMS document, then the problem is likely on the Citrix server.  Contact the DSAMS Help Desk for assistance.  [POC: Nels Bedahl, DSN 430-9041]

I

nternational Customer User Group (ICUG) – BACKGROUND. The ICUG consists of international customer representatives from the MILDEP ILCOs and a non-voting liaison representative from the Foreign Procurement Group (FPG).  They represent the broad international user community, i.e., personnel from all countries at the ILCOs, embassies and in-country locations, including countries and organizations that are not core members of the ICUG.  Their primary responsibility is to receive and disseminate DSAMS and CEMIS-related information to customers and to provide a unified customer position on DSAMS and CEMIS issues and requirements. 
The ICUG held its ninth formal meeting in Arlington, VA on 13-14 December.  The primary purpose of the meeting was to receive update briefings from the DSAMS PMO, Ms. Freda Lodge, DSCA/P3, and Capt Erik Guldhav, Norway Embassy FPG liaison representative.

In Mr. Wiggins’ absence, Ms. Sherry Epstein distributed a handout that addresses DSAMS production system maintenance releases through mid-2003.  She also briefed the ICUG on the status of the Training Module (Releases 7 and 8) development effort.  Ms. Epstein then discussed the concept for transmitting Letters of Request (LORs) by e-mail to improve distribution and coordination.  She also discussed the initiative to provide electronic FMS Case Information (LOA data) to five prototype customer countries at the points of Offer and Implementation. 

Ms. Lodge briefed the ICUG on the progress made by the Case Execution Management Information System (CEMIS) Requirements Charter Team (RCT).  The RCT completed its six-month tasking by submitting a draft “macro-level” CEMIS Operational Requirements Document (ORD) and a “Way Forward” document to the CEMIS Program Policy Group (PPG), the Senior Steering Group (SSG) and the Security Cooperation Executive Committee (EXCOM) for review and approval.  Once the “Way Forward” is approved, a Functional Requirements Oversight Group, and other functional requirements teams, will begin development of a more detailed ORD during CY2002.  Ms. Lodge indicated that past work efforts would be utilized during this CEMIS Requirements Determination Phase II effort.   

Ms. Lodge also briefed the ICUG on the current status of the Portal User’s Group (PUG), which will prepare a “Concept Study” for EXCOM review.  A “go/no go” decision is anticipated in March 2002.  If the concept proceeds, partial portal capability will be developed and assessed during mid-2002 and a full portal capability will be implemented by December 2002.  The portal capability will draw data from DSAMS and the existing MILDEP legacy systems.  Members of the ICUG and the FPG represent the International Customer community on the PUG.  

Capt Erik Guldhav briefed the ICUG on recent FPG proceedings, the status of several DSCA initiatives and the status of the DSCA PUG from the International Customer’s perspective.  

The ICUG held its eleventh internal meeting on 14 December.  The members unanimously elected Lt Col Dieter Rabs, German FLO at AFSAC, as the next ICUG Chairperson.  The group also agreed to keep the current version of the ICUG Terms of Reference (revised and presented to Lt Gen Walters in December 2000). 

Minutes to this meeting will be posted to the DSAMS web site, http://dsams.dsca.osd.mil.  The next formal ICUG meeting will be held on 25-26 February at ISI’s Crystal Gateway One (Suite 507) Conference Room in Arlington, VA.  Anyone wishing to receive ICUG-related information should submit his or her name, title, phone number and e-mail address to either customer@dsadc.dsca.osd.mil or dsams@ ispec.com.  [POCs: Sharon Epstein, DSN 430-9091 and Sheila Taylor-Walden, DSN 329-3748]        

D

efense Logistics Management Standards (DLMS) Supply Process Review Committee (SPRC) – The most recent SPRC meeting was held at DLA Headquarters, Ft. Belvoir, VA on 15-18 January.  The following issues, which may have an impact on Security Assistance business, were among the topics discussed:

Proposed DLMS Change (PDC) 62, Proposed Change to the DAASC Mailing Process.  This proposal would eliminate the current Defense Automatic Addressing System Center (DAASC) distribution of logistical and billing information by paper mailers and diskettes.  DSCA non-concurred due to the potential manual workload impact for the ILCOs if they were to assume responsibility for the distribution.  The SPRC agreed that the DAASC mailings would not be eliminated, but an attempt would be made to reduce the numbers.  The DAASC will identify Security Assistance customers who are still receiving mailings.  

Request for Implementation Date (RFID) Approved MILSTRIP Change (AMC) 39, Verification of Excessive Quantity Requisitions. This change will allow the supply source to verify a requisition whose quantity exceeds normal demand.  It was approved for implementation with only DLMS Electronic Data Interchange (EDI) transactions, and not MILSTRIP (80-position) transactions.  Since concurrent implementation is required, the DLMSO will recommend a 2005 implementation date.  For Security Assistance customers who cannot accept the EDI transactions at that time, DSCA will develop a workaround through the DAASC.

RFID Proposed MILSTRIP Change (PMC) 40, Processing Cooperative Logistics Supply Support Arrangement (CLSSA). This change will restrict Not Mission Capable Supply (NMCS) and expedited transportation coding to CLSSA requisitions only.  DLA will implement it with Phase I of their Business Systems Modernization (BSM) in July 2002.  

The next SPRC meeting will be held on 23-26 April.  DSCA representatives will continue to maintain a presence on this committee for the Security Assistance community.  [POC: Sharon Epstein, DSN 430-9091]
SIGNIFICANT and MILESTONE EVENTS
UPCOMING EVENTS (Tentative Dates)

Date

Event

May 2002

Scheduled deployment for DSAMS Release 6.07





Nov 2002

Scheduled deployment for DSAMS Release 6.08





May 2003

Scheduled deployment for DSAMS Release 6.09





NEAR TERM MEETINGS

Date

Topic

Location

11-15 Feb 2002

Training Module Interface Meeting

Skyline, Falls Church, VA







25-26 Feb 2002

International Customer User Group (ICUG) 

ISI, Arlington, VA



  Formal Meeting









11-29 Mar 2002

DSAMS Release 7 User Review

DSADC, Mechanicsburg, PA







9-11 Apr 2002

Training Standardization Working Group

Location TBD







    










